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Your Company’s Hidden Security Weakness: 

Your Home Wireless Network
As a business owner who also spends time working from home, 
do you make assumptions about your home’s wireless network 
security? Between your home and business, chances are your home 
wireless security is lacking. This can prove to be a serious liability.

     WiFi security at home tends to be more lax. It isn’t something 
business owners worry about. You feel safe at home and you might 
assume since your business’s network is locked down tight, your 
data is secure. When an intruder wants to access your business’s 
proprietary information, they’re going to search for the easiest point 
of entry.

     That is often the home. Intruders are looking for information they 
can proÞ t from, including Þ nancial and identity-related documents. 
The fact is, there are people who roam around searching for 
unprotected or poorly protected wireless access.

     Never assume your data—personal or business—isn’t accessible. 
You may inadvertently share critical data without realizing it. You 
may share Þ les among colleagues and employees and simply forget 
to turn off sharing permissions. You may place documents and Þ les 
in a publicly accessible folder. Data-sharing is convenient when you 
need it, but a liability when it’s readily accessible.

What can you do to protect yourself and your 
company assets?

• Be aware of when you’re sharing data. If you have any Þ les in a 
public folder, move them to a more secure location.

• Use a strong password for all your wireless networks. A string of 
letters, numbers and symbols about 14 characters long is ideal.

• Use WPA2 security. Make sure your router is set up correctly. 
If you are using WEP or WPA security, change it as soon as 
possible.

• Change your network’s name (SSID). Routers include a default 
name, and keeping the default tells potential intruders lax 
security measures may be in place.

And ask yourself how protected your network—and your data—
really is.

“As a business owner,
you don’t have time to
waste on technical and
operational issues. That’s
where we shine! Call us
and put an end to your IT
problems finally and
forever!”
Bill Wright
Founder
WCI Technology Solutions

Columbus, OH

Get More Free Tips, Tools and Services At Our Web Site: www.thewrightchoice.com
614-763-2911
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The Ultimate Small Business Guide To Setting Up A 

Work-From-Home System For Your Staff
You will learn: 

Reducing Distractions In The Workplace

Technology Times

Claim Your FREE Copy Today at
www.thewrightchoice.com/WorkFromHome or call our office at
614-763-2911.

Get More Free Tips, Tools and Services At Our Web Site: www.thewrightchoice.com

614-763-2911
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Shiny New Gadget 

Of  The Month:

Sony Xperia Z3 

Compact

     Every fall a batch of cool new 
phones from nearly every major 
manufacturer hits the market. 
People are clamoring for the 
new, larger Apple iPhone or 
the new Google Nexus phone. 
This October saw the release 
of a rather interesting new 
Android phone from Sony 
called the Xperia Z3 Compact. 
What makes Sony’s phone 
remarkable?

     Have you noticed how big 
phones have gotten lately? Not 
only that, but these big phones 
require quite a bit of battery 
power. The Z3 Compact is a 
premium phone that returns 
to a more palm-friendly size, 
with a 4.6-inch display. It 
also boasts a battery that lasts 
two days (or more, in some 
cases) with average use. That’s 
basically unheard of anymore. 
It also runs the latest version 
of Android, and it’s water-
resistant. That’s right! The Z3 
Compact is certiÞ ed water-
resistant up to one meter for a 
total of 30 minutes. Available at 
www.sony.com.

Think Through Social Media Actions In A Heated Moment

1. If you wouldn’t say it to your grandmother, don’t write it on Twitter. 

2. Remember that everything you say or do on the web is archived. 

3. Still debating saying it? Sleep on it.

4. If you do say it…

5. Remember that your reputation is cumulative. 

How do I react when I am targeted on social media?

1. Grab screenshots. 

2. Report them.

3. Try not to react. 

4. Remember that the truth is the best defense. 

Mark Sanborn, CSP, CPAE, is president of Sanborn & Associates, Inc., an 
idea studio dedicated to developing leaders in business and in life. Mark is an 
international best-selling author and noted authority on leadership, team-building, 
customer service and change. Mark is the author of 8 books, including the best 
seller The Fred Factor: How Passion in Your Work and Life Can Turn the Ordinary into 
the Extraordinary, which has sold more than 1.6 million copies internationally. Learn 
more about Mark at www.marksanborn.com.
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Services We Offer
Business Continuity | Server Support | Network Security |
Desktop Support | Cloud Computing | VoIP Solutions |
Hosted Solutions | Disaster Recovery Planning Give us a call
today at 614-763-2911 to discuss your needs.

Get More Free Tips, Tools and Services At Our Web Site: www.thewrightchoice.com

614-763-2911
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Simple Ways to Use E-mail More Efficiently

Skip attachments.

Watch your replies.

Use the subject line effectively.

Not everything needs a reply.

The Lighter Side:

Glowing Clouds Above 

Los Angeles
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