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There comes a time when every business needs 
to invest in a phone system for their new location 
or they're upgrading from an older system. 
Regardless of the reason, they're ready to make 
the commitment. 

Your phone connects you to your customers, so 
you need it to be reliable. You want it to have a 
specific set of features (such as voicemail, call 
waiting, call forwarding, conferencing, 
recording, etc.) and you want your investment to 
be supported for years to come. The question you 
have is, "Where do I begin?"

First and foremost, finding the right phone 
system can be a pain. Doing research online 
leaves you sifting through site after site as you 
look for answers only to find way too much 
information - and most of it isn't worth your 
time. 

As a business, you're about to drop serious 
money on a new phone system, so you want to 
know you're getting what you pay for. 
Unfortunately, the phone system business is a 
competitive one, which means it's hard to find 
websites, reviews and data that isn't biased or 
skewed in some way. There are countless 
websites featuring deals that are really deals, or 
websites hosting reviews sponsored by a phone 
service provider. This isn't helpful. 

So, what is helpful? Here's what you need to 
know. 

Most phone systems are essentially the same. 
There may be a few features that vary from 
system to system, but most VoIP systems will all 
have the most important features demanded by 
businesses. Your best bet is to define your phone

It may come as a surprise, but working 
remotely can be just as (or more) secure than 
working in the office. If done right. 

Those are the three operating words: if done 
right. This takes effort on the part of both the 
business and the remote employee. Here are 
a few MUST-HAVES for a secure work-from-
home experience:

Secure networks. This is nonnegotiable. 
Every remote employee should be 
connecting to a secure network (at home, it 
should be WPA2 encrypted), and they should 
be doing so with a VPN. 

Secure devices. All devices used for work 
should be equipped with endpoint security – 
antivirus, anti-malware, anti-ransomware and 
firewall protection. Employees should also 
only use employee-provided or approved 
devices for work-related activity. 

Secure passwords. If employees need to 
log into employer-issued programs, strong 

passwords that are routinely updated should 
be required. Of course, strong passwords 
should be the norm across the board. 
Entrepreneur, June 17, 2020

TOP TIPS ON HOW TO PREVENT YOUR 
SMART CAMERAS FROM BEING HACKED

Smart cameras have been under attack 
from hackers for years. In fact, one popular 
smart camera system (the Amazon Ring) had 
a security flaw that allowed hackers to get 
into homeowners’ networks. That issue has 
since been patched, but the risk of being 
hacked still exists. Here are three ways to 
keep your camera (and your network) safe 
from hackers:

1. Regularly update your passwords. Yes, 
passwords. This includes your smart camera 
password, your WiFi network password, your 
Amazon password – you name it. Changing 
your passwords every three months is 
an excellent way to stay secure. Every 

password 
should be 
long and 
complicated. 

2. Say no to 
sharing. Never 
share your smart 
camera’s login info with 
anybody. If you need to share access with 
someone (such as a family member or 
roommate), many smart camera systems 
let you add a “shared user.” This will let 
them access the camera, without the ability 
to access the camera’s configuration or 
network tools.

3. Connect the camera to a SECURE 
network. Your smart camera should only 
be connected to a secure WPA2 encrypted, 
firewalled WiFi network. The more protection 
you put between the camera and the rest of 
the digital world, the better. Digital Trends, 
May 7, 2020
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The Nuclear Effect: 
The 6 Pillars of 

Building A 7+ Figure 
Online Business

By Scott Oldford

As the explosive name hints, The Nuclear 
Effect is all about chain reactions
and finding positive results. Author
Scott Oldford brings years of 
experience to the table in The 
Nuclear Effect: The 6 Pillars of
Building a 7+ Figure Online 
Business  - a relevant book during 
this time when having an online
presence is more important than
ever. 

Learn the truths about online marketing 
and foundational priciples that 
entrepreneurs often miss. Oldford's six 
pillars are practical, accessible and 
necessary for your own chain reaction of 
success. 
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SHINY NEW GADGET OF 
THE MONTH

In the era of porch pirates, more people are
investing in outdoor security cameras. The 
Arlo Pro 3 Floodlight Camera delivers security
and practicality. It features an ultrahigh-
definition camera delivering 2K HDR video 
and color night vision combined with a 2000 
lumens light. Nothing goes undetected! 

Plus, the Arlo Pro 3 is wireless. It connects 
to WiFi and doesn’t need a power cord (it 
just needs to be plugged in for charging 
periodically). Because it’s on WiFi, you 
can check the feed anytime from your 

smartphone. You can even customize 
notifications so you’re alerted when it 

detects a car or person. And it has 
a speaker and microphone so you 
can hear and talk to anyone near the 
camera. Learn more at 
Arlo.com/en-us/products/arlo-pro-
3-floodlight.aspx

Arlo Pro 3 Floodlight Camera

... Continued from Cover

“Everyone has a plan until they get punched in 
the mouth.” –Mike Tyson

As business leaders, we’ve all been punched 
in the mouth recently. What’s your new game 
plan? Since COVID-19, the annual or quarterly 
one you had is now likely irrelevant. 

You have two options:

1. Sit and wait for the world to go back to
the way it was, a place where your plan
may have worked (and let’s face it, that’s
not happening).

2. Create and act upon a new game plan.
One that’s built to overcome disruption
and transform your business into
something better and stronger.

Option Two is the correct answer! AND, we at 
Petra Coach can help.

At Petra Coach, we help companies across the
globe create and execute plans to propel their 
teams and businesses forward. When disruption
hit, we created a new system of planning that
focuses on identifying your business’s short-
term strengths, weaknesses, opportunities and
threats and then creates an actionable 30-, 60- 
and 90-day plan around those findings.

It’s our DSRO pivot planning process. 
DSRO stands for Defense, Stabilize, Reset and 
Offense. It’s a four-step process for mitigating 
loss in your business and planning for 
intentional action that will ensure your business 
overcomes the disruption and prepares for the 
upturn — better and stronger than before.

Here’s a shallow dive into what it looks like. 
Defense: A powerful offensive strategy
that hinges on a strong defense. Identify
actionable safeguards you can put in place.
The right safeguards act as the backbone of
your company, giving you a foundation you
can count on.

Stabilize: The secret to stabilization is 
relentless communication with everyone. 
That includes internally with your teams AND 
externally with your customers. Streamline 
communication and eliminate bottlenecks 
through a visual dashboard.

Reset: By completing the first two steps, you’ll 
gain the freedom to re-prioritize and focus 
your efforts on the most viable opportunities 
for growth.

Offense: Don’t leave your cards in the hands 
of fate. Shifting to offense mode gives you the 
power to define the future of your business. 
Equip yourself with the tools and knowledge to 
outlast any storm.

Interested in a deep dive where a certified 
business coach will take you (and up to three
members from your team) through this process?
Attend Petra’s DSRO pivot planning half-day
virtual group workshop. (We’ve never offered 
this format to non-members. During this 
disruptive time, we’ve opened up our coaching 
sessions to the public. Don’t miss out!)

When you call a time-out and take in this 
session, you’ll leave with:

• An actionable game plan for the next
30, 60 and 90 days with associated and
assigned KPIs

• Effective meeting rhythms that will ensure
alignment and accountability

• Essential and tested communication
protocols to ensure your plan is acted upon

I’ll leave you with this statement from top 
leadership thinker John C. Maxwell. It’s a 
quote that always rings true but is crystal clear 
in today’s landscape: “Change is inevitable. 
Growth is optional.”

Let that sink in.

4 Steps To Move Your Business
From Defense To Offense
During Times Of Disruption

Free Report Alert: Protect Your Network

This report will outline in plain, nontechnical English the common mistakes 
that many small-business owners make with their computer networks that cost 
them thousands in lost sales, productivity and computer repair bills and will 
provide an easy, proven way to reduce or completely eliminate the financial 

expense and frustration caused by these oversights. 

Get Your Free Copy at www.WCITech.net/protect-your-network
Andy Bailey is the founder, CEO and lead business coach at Petra, an organization 
dedicated to helping business owners across the world achieve levels of success they 
never thought possible. With personal experience founding an Inc. 500 multimillion-dollar 
company that he then sold and exited, Bailey founded Petra to pass on the principles 
and practices he learned along the way. As his clients can attest, he can cut through 
organizational BS faster than a hot knife through butter.

Get More Free Tips, Tools and Services at Our Website: www.urlhere.com    •    (555) 555-5555    •    3
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1)
Use the unsubscribe button.

1)
Use the unsubscribe button. Look at Look at

how many e-mails you actually read fromhow many e-mails you actually read from
senders outside of your organization. Do yousenders outside of your organization. Do you
have a ton of marketing mail, promotions orhave a ton of marketing mail, promotions or
newsletters you don’t read anymore?newsletters you don’t read anymore?

Start hitting unsubscribe and leave behind Start hitting unsubscribe and leave behind 
only those messages that you care about.only those messages that you care about.
Suddenly, you’ll start receiving fewer Suddenly, you’ll start receiving fewer 
e-mails every day.e-mails every day.

2) Filter everything. 2) Filter everything. Most e-mail clientsMost e-mail clients
allow you to filter by source or sender.allow you to filter by source or sender.
Create filters that auto-sort e-mails intoCreate filters that auto-sort e-mails into
specific folders. That way, internal memosspecific folders. That way, internal memos
go to one folder, client messages to another,go to one folder, client messages to another,
newsletters to another still and so on.newsletters to another still and so on.

While filtering e-mails can be time-While filtering e-mails can be time-
consuming, it’s definitely worth your time.consuming, it’s definitely worth your time.

Declutter Your E-Mail Declutter Your E-Mail 
Inbox In 2 Steps Inbox In 2 Steps 
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Instead, you get the exact support you need, 
aren't and never will be VoIP or phone 
system experts. Business owners have too 
much on their plates to learn - from scratch - 
about a new phone system. 

This leads to the questions you should be 
asking before you commit and buy a new 
system: 

• Who is setting up my new phone
system?

• Will they customize it for my specific
needs?

• How do I get help if my phone system
stops working?

• Who do I call if I have additional
questions?

As you vet potential vendors, get exact and 
direct answers. If they beat around the bush, 
that's a red flag. They should be able to 
answer all of your questions in a language 
you understand. If they don't answer your 
questions, or you aren't happy with the 
answers, find a different vendor. 

There are many vendors who will send you a 
system and leave the rest up to you. If you 
know what you're doing and have the time to 
set it up, it's no big deal. But that isn't most of

us. And forget about support. If anything 
goes wrong, you're on your own. 

The best thing you can do when searching 
for a new VoIP phone system is to find an 
honest, reputable, local phone system reseller 
that you can verify will do the following: 

o Set up the system
o Customize the system for your

business's specific needs
o Offer personalized and continuous

support and training

In most cases, the answer lies with a 
dedicated and experienced IT services firm 
that knows technology. This is the kind of 
company that not only checks the boxes but 
can also ensure that your system works with 
your network without any hiccups. 

The bottom line is this: Do your research. 
Ask your questions, get answers and be 
confident in your decision before handing 
over the credit card and signing on the dotted 
line. You'll be much happier that you did!

needs before you start searching for a 
system. Chances are it won't take long to 
find what you're looking for - if you ignore 
the clutter. 

What you really want to find is a stellar 
service provider. You might get caught up 
in trying to find the best phone with the best 
features, but none of that matters if you don't 
get good service to go along with it. You 
need someone who will be with you every 
step of the way, from setup and installation 
to configuration and the all-important 
support. 

You need someone you can rely on. That 
way, if anything goes wrong or you have 
questions, you have someone you can call. 
The fact of the matter is that most people

"Your best bet is to 
define your phone needs 
before you start 
searching for a system."
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$500,000.

Yep, you read that correctly. 
The average estimated cost of a 
data breach to a business is 
$500,000. 

Could you afford to lose that 
kind of money? Few businesses 
could. And even if they could, 
recovering from a cyber-attack 
is probably not their ideal way to 
spend hundreds of thousands. 

So, how do you avoid this kind 
of expense? You need to get 
planning. Literally. You need a 
plan to prevent a cyber-attack - 
and respond to it if you're hit. 

If you don't already have one in 
place, move this to the top of 
your agenda. 

Cyber-attacks are on the rise. 
They're costing the world 
economy more than $1 trillion a 
year right now. And thanks to 

Guess how much a data breach 
could cost you?

Coronavirus, that figure is set to rise, as 
cyber-criminals take advantage of the 
confusion caused by changing 
technology for the pandemic. 

56% of businesses don't have a cyber 
security prevention and recovery plan 
in place. If you're one of those 
businesses, maybe we can help you?

Contact us today to see how we could 
create a custom cyber-crime 
prevention and recovery plan, just for 
your business.

Let's talk on a video call
Three questions for you:

Microsoft 365 Tip 
Do you find yourself repeating tasks in Outlook, such as forwarding specific emails to 

a group of people? 

You can automate all these tasks with Quick Steps:

• In Mail, select Home
• In the Quick Steps group, select Create New Quick Step

• Give it a name and select an icon

• Under Actions, choose an action that you want the Quick Step to do. Add Action for 

any additional actions

• Want to create a keyboard shortcut? Select one in the Shortcut key box

56%

1. Do you currently have an IT support company?
2. How happy are you with them?
3. If the answer isn't "I'm so delighted I could run around my house fist-

puming the air", let's jump on a video call

The pandemic has taught businesses just how important it is to get proactive, 
responsive IT support. 

Visit wcitech.net and schedule a consultation with us. 
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The mug itself includes a 1-
hour battery to keep your 
beverage hot on the go, or 
you can use the included 
charging coaster to keep

... Continued from Cover

This is exactly why you can’t rely on the 
reactive break-fix model anymore. If you do, 
you could be putting your business at serious 
risk. In some cases, the mounting costs and 
damages done could put you out of business. 

If you’re hit by a data breach or if a hacker 
infiltrates your network (which is a common 
occurrence), what’s next? You call your IT 
services partner – if you have a partner – and 
tell them you need help. They might be able 
to restore lost or stolen data. That is, if you 
routinely backed up that data. You don’t want 
to find yourself in this position.

And you don’t have to. 

Instead, take a proactive approach to your 
IT support and security. This is the new way 

of doing things! It’s also known as managed 
services – and it’s a far cry from the break-fix 
approach. 

If you work with an IT services company that 
only comes out when something breaks, it’s 
time to get them on the phone to ask them 
four big questions. These are questions they 
absolutely need to say “yes” to. 

1. Can you monitor our network and 
devices for threats 24/7? 

2. Can you access my network remotely 
to provide on-the-spot IT support 
to my team?

3. Can you make sure all our data is 
backed up AND secure?

4. Can you keep our network protected 
with up-to-date malware solutions, 
firewalls and web filtering? 

If your IT services partner says “no” to any or 
all of these questions, it might be time to look 
for a new IT services partner. 

If they say “yes” (or, even better, give you an 
emphatic “yes”), it’s time to reevaluate your 
relationship with this company. You want to 
tell them you’re ready to take a proactive 
approach to your IT support, and you’ll be 
happy to have them onboard. 

Far too many small businesses don’t bother 
with proactive support because they don’t like 
the ongoing cost (think of it as a subscription 
for ongoing support and security). 
They would rather pay for 
things as they break. But these 
break-fix services are more 
expensive than ever before. 
When things go wrong, and 
these days, things will go wrong, 
you’ll be left with the bill – and be left 
wishing you had been more proactive!

Don’t be that person. Make the call and tell 
your IT services provider you want proactive 
protection for your business. Ask them how 
they can help and how you can work together 
to avoid disaster!

Consider the following: P is for Pterodactyl: 
The Worst Alphabet Book Ever by Raj Haldar, 
Chris Carpenter and Maria Beddia teaches kids 
and readers that P is for Pterodactyl, K is for 
Knight, and U is not for You. 

P is for Pterodactyl is also in the top 100 
books purchased on Amazon. People are 
buying this book in droves. Why is that?

It's actually fairly simple. It deviates from 
what we have seen as a successful alphabet 
book in the past. It strays from the standard 
and avoids following the fundamentally 
competitive strategies in the industry. 

We always see companies and brands wanting 
to be the best - to provide all services possible. 
The concept of Pink Goldfish encourages a 
focus on your weaknesses, on those things 
you're terrible at. Why not be the worst at 
something if, in turn, it means you attract the 
customers you want and the culture you 
represent? 

Here's another thing to consider: kintsugi is the 
Japanese art of repairing broken pottery. 
Skilled artisans mend the broken pieces with 
lacquer or powdered gold or silver, making it 
more beautiful than before. It's an intentional 
approach to imperfection. 

Pink Goldfish is also intentional imperfection. 
You illuminate the imperfections of your 
business or products. 

The 7 Types of Pink Goldfish

Pink Goldfish
True Differentiation in the Marketplace

“When things go 
wrong, and these days, 
things will go wrong, 
you’ll be left with 
the bill – and be left 
wishing you had been 
more proactive!”

Cartoon Of 
The Month

“Before we reposition ourselves as an 
industry leader, how was everyone’s 
weekend? Anyone do anything fun?

FREE Report: 12 Little-Known Facts Every 
Business Owner Must Know About Data 

Backup And Disaster Recovery
You will learn:

• The only way to know for SURE your data can be 
recovered if lost, corrupted, or deleted  – yet fewer than 
10% of businesses have this in place

• Seven things you should absolutely demand from any 
off-site backup service

• Where many backups fail and give you a false sense 
of security

• The #1 cause of data loss that businesses don’t even think 
about until their data is erased

Claim your FREE copy today at www.URLHERE.com/12facts

Get More Free Tips, Tools and Services at Our Website: www.urlhere.com    •    (555) 555-5555    •    2
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Shiny New Gadget of the Month

Ember Temperature Control 
Smart Mug

Porcelain mugs are so 20th century! Meet the 
Ember Temperature Control Smart Mug - a mug 
that gives you more options than any mug ever. 

What's the big deal, you ask? The Ember keeps 
your drink - coffee, cocoa, tea, milk, etc. - at the 
exact temperature you want, between 120-145 
degrees Fahrenheit. You can also control the mug 
from your smartphone - adjust the temperature, 
set notifications and more. The Ember mug is 
hand-wash safe, as well. 

Andy Bailey is the founder, CEO and lead business coach at Petra, an organization 
dedicated to helping business owners across the world achieve levels of success they 
never thought possible. With personal experience founding an Inc. 500 multimillion-
dollar company that he then sold and exited, Bailey founded Petra to pass on the 
principles and practices he learned along the way. As his clients can attest, he can cut 
through organization BS faster than a hot knife through butter. 

On Dec. 31, 2020, Adobe
dropped support for

their Adobe Flash 
Player platform. 

of what much of the internet is today. 

But Flash Player had a dark side. It was a 
security nightmare. Hackers and cybercriminals 
routinely exploited Flash and put countless users 
and websites at risk. Over the years, security 
experts tried to get people to uninstall Flash, but 
the platform persisted. Until now. If you still 
have Adobe Flash on your computer, take a 
minute to uninstall it. 

your beverage hot all day long. Find the 
Ember mug on Amazon or learn more at 
Ember.com.

It's Time to Uninstall Adobe Flash 
Player 

For 25 years,  
Flash Player had 
been an integral   
part of the internet.

It gave webpages an  
extra oomph in the  

form of interactivity. 
It came in the form of

video, audio, games, buttons
and much more. It laid the foundation 1. Flaunting ... to parade without shame.

Flaunting is about being unapologetic
about your organization's flaws. Take pride 
in those unique characteristics! 

2. Lopsiding ... take your weaknesses 
and exaggerate them. Most brands try 
to be balanced and well-rounded. This 

3. Antagonizing ... is about polarizing,
alienating, repelling and taunting. Do
more of what some customers don't 

want and then brag about it. 

4. Withholding ... is about limitations,
restrictions, boundaries and constraints.
It is about doing less of what your

industry and competitors think you should 
be doing. This can involve fewer locations, 
fewer product offerings, fewer services, etc. 

5. Swerving ... is about deviating, 
diverging and veering from competitors. 
As we see what successful companies 

are doing, it is natural to emulate them. When 
everyone is copying the leader, then the entire 
industry starts to look the same. Small 
deviations from the norm change things up. 

6.
Opposing ... is doing the exact opposite 
of what others are doing. It is being 
unlike the competition. Different from 

swerving, opposing is a complete break with 
convention. 

7. Micro Weirding ...  is the minuscule
actions to differentiate your brand. You
can set your brand apart with some 

cohesive master plan; you can be just a tiny bit 
weird.

type encourages you to be unbalanced and 
imperfect. You need to amplify your 
weaknesses.
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Windows 10 can 
protect you from 
distractions?

April 2021Technology Insider

Come hang with us on 
social media!

Three trillion minutes on Zoom 
(is that just this week?)

Zoom calls... Teams meetings... Google 
meets... whichever tech platform your 
business uses*, do you ever get to a 
Friday evening and feel a bit "over 
Zoomed"?

(especially if you then have ANOTHER 
Zoom arranged with friends and family?)

According to estimates, over three trillion 
minutes will be spent on Zoom this year. 
That's about 5.5 million years!

As much as they're a pain when you have 
them all day, video calls really do help us 
be productive and get things done while 
we're working remotely. 

76% of all employees use video calling 
for remote work, according to some stats 
we've been reading. 

And three quarters of those say it makes 
them more productive. 41% of employers 
believe video calls lead to better engaged 
teams.  

So, then, how do you feel less "over 
Zoomed"?

Here are three suggested rules that 
have worked well for us. 

1. Do a tech test before every
meeting: Check your video and
sound are working. Zoom has a
test call facility at
www.zoom.us/test.

2. Never meet unless you have a
written agenda: And put the
agenda on screen using screen
share. This stops meetings from
dragging on.

3. Stand up, especially if you're
the organizer: This is a good
one for real life meetings, too.
When you stand for a meeting,
your body will give you plenty
of feedback when the meeting's
dragging. Standing desks are a
great idea for productivity and
keeping energy levels high,
anyway.

It's easy to get distracted when 
you're working, isn't it? 

Notifications pinging up, emails 
popping in, files being updated. It can 
be endless. 

Fortunately, Windows 10 has a feature 
called Focus Assist that has your back. 

Go to Settings> System> Focus Assist 
and it'll block all notifications and 
alerts when you need it to. 

It can even be set to turn on 
automatically during certain hours. 
Better still, you can select certain 
contacts to be priorities, so that their 
notifications always get through even 
in Focus mode - so you'll never miss a 
message from your other half. 

Zoe
Cross-Out

Zoe
Cross-Out

Zoe
Cross-Out

Zoe
Cross-Out



Think back to 2011 ... our 
smartphones weren't as smart 
as today. We certainly didn't live 
in the cloud like we do now. And 
there wasn't an app for 
everything you could possibly 
think of. 

We've come a very long way in just a 
decade. And we believe the speed of 
progress is going to increase between 
now and 2031. 

We'll become even more reliant on our 
phones, as they do more things for us 
without having to be asked. For 
example - when your phone knows 
you've got an appointment to drive to, 
it can tell you when to get going based 
on current traffic. It'll unlock your car as 
you approach it, and the destination 
will already be loaded into the GPS. 

What about your day to day computer? 
It'll be so much faster than today - able 
to do virtually any routine job in an 
instant. Maybe it'll have some kind of AI 
(Artificial Intelligence) built in. Quite

Fun Tech Quiz Bet you can't get all 5 of these
right without Googling them. 

How much do you really know about tech? Here are 5 
questions we brainstormed for you. How many can you get 
right without Googling?

Here's a fun topic of discussion for you 
and your team - what do you think 
technology will look like in 10 years' 
time?

April 2021Technology Insider
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1. Jeff Bezos is to become the Executive Chairman of which
company?

2. Which prestigious university did Bill Gates drop out of?
3. What do the L and G in LG Electronics stand for?
4. What was the name of the first internet search engine,

created in 1990?
5. What year was the Apple iPhone first launched?

Answers are on page 8.

possibly it will start to make 
predictions about what task you'll 
be doing next, and prepare itself 
automatically for that task to speed 
things up. For example, it might 
learn that you always look at social 
media after checking your email. 

Of course, this is all just 
speculation. We're looking 
forward to finding out. What 
do you think is going to 
happen to tech in the next 
decade?

If we can help, please
don't esitate to get in 
touch.

QUESTION

QUESTION
Why can't I log in?
ANSWER

QUESTION
I've just closed a document
without saving it. How do I
recover it?

ANSWER
Don't panic! If you have auto-recover
options enabled in Office 365, all is not
lost. If not, you may still be able to
retrieve your work. Search for Word
backup files by clicking 'open', 'computer'
and then browsing the folder where the
file was last saved. You may also be able
to search your device for temporary files,
ending in .tmp. Good luck!

My computer isn't recognizing

my USB device

ANSWER

Let's try a couple of things. First, try

it in a different USB port. Does that

help? If it's still not working, try a
different USB device in the ports. If

that works, your USB device could
be broken. If it doesn't work, you
need IT support. 

This one is common and very
frustrating. You can be entering
what you know is the right
password and still, no luck. Grr. Make sure you don't accidentallyhave caps lock on. If that doesn'twork, you'll probably need to go
for a password reset. Sorry. We
always recommend you use a
password manager. That way, youcan be sure an unrecognized
password isn't just your mistake.
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Tech Fact#4

Technology 
Update

Do you back-up your data every day, off-
site? And check the data (a process called 
verification)?

If the answer is no, you need to look at implementing this 
right now. 

As ransomware attacks rise (where your data is encrypted 
and held hostage until a ransom fee is paid), how would your 
business survive if it lost all its data? That's all your files, your 
documents, your contacts... everything, gone. 

It's a terrifying prospect. And one that's made worse when 
there's no hope of recovering data. An off-site data back-up 
means that your business can continue to operate, even after 
a critical attack. 

Inspirational Quote

of the Month:

"The factory of the future will have only two employees; a 
man and a dog. The man will be there to feed the dog. The 

dog will be there to keep the man from touching the 
equipment."

Warren G. Bennis, American Scholar

April 2021Technology Insider

If you already have back-up in place, make 
it a routine (ideally, a daily one) to ensure 

that it is working correctly and verified. The 
number of people that don't do this is 

staggering...

Of course, your IT support partner should 
do all of this for you. If you could do with 

some help, or someone to check your 
back-ups are working correctly, give us a 

call today. 

Tech Fact#3

Tech Fact#2

Tech Fact#1
The QWERTY keyboard was designed toslow down typists. When typewriterswere the big thing, they would jam ifthe keys were hit in a quicksuccession

You can still visit the world's first

website, which was created in 1991.

It's dedicated to informing us about

the World Wide Web. See it at 

info.cern.ch

3D printing technology is nothing new - it's

been around since the 80's! It's only recently

come to our attention, thanks to the cost of  

printers plummeting. 

Email existed before the World Wide Web. You had to use a
computer and a rotary telephone to connect to a service
called Micronet. This was pre-WWW, so there were no URLs,
just numbered webpages. For emails, the webpage number
was 7776.
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Cyberthreats are everywhere these days. 
Hackers, scammers and cybercriminals are 
working overtime to break into your network – 
and the network of just about every business 
out there. They have a huge arsenal of tools at 
their disposal, from automated bots to malicious 
advertising networks, to make it possible. 

But there is one “tool” that you may be putting 
directly into their hands: your employees. 
Specifically, your employees’ lack of IT 
security training.

While most of us expect hackers to attack 
from the outside using malware or brute-force 
attacks (hacking, in a more traditional sense), 
the truth is that most hackers love it when they 
can get others to do their work for them. 

In other words, if they can fool your 
employees into clicking on a link in an e-mail 
or downloading unapproved software onto a 
company device, all the hackers have to do is 

sit back while your employees wreak havoc. 
The worst part is that your employees may not 
even realize that their actions are compromising 
your network. And that’s a problem. 

Even if you have other forms of network 
security in place – malware protection, 
firewalls, secure cloud backup, etc. – it won’t 
be enough if your employees lack good IT 
security training. In fact, a lack of training is 
the single biggest threat to your network! 

It’s time to do something about it. 
Comprehensive network security training 
accomplishes several things, including:

1. Identifying Phishing E-Mails Phishing 
e-mails are constantly evolving. It used 

to be that the average phishing e-mail included 
a message littered with bad grammar and 
misspelled words. Plus, it was generally from 
someone you’d never heard of.

Continued on Page 2 ...

Employees Are Letting Hackers 
Into Your Network ...

What You Can Do To Stop It

Leverage Good Intel to Beat the Competition
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Our Mission: 
To build a community of success- 
minded entrepreneurs that inspires 

excellence, encourages collaboration 
and expands the capacity of all 

members to achieve great things.

Technology Times
Insider Tips To Make 
Your Business Run 

Faster, Easier And More 
Profitably

Nine Lies About Work
by Marcus Buckingham and

Ashley Goodall

We all believe certain 
things about work 
and the way we run 
our businesses. But 
as authors Marcus 
Buckingham and Ashley 
Goodall point out, not 
everything is as it seems. 

In Nine Lies About Work: 
A Freethinking Leader’s 
Guide To The Real World, 
they break down nine lies 
we tell ourselves or have 
been told. One example: the best plan 
wins. Good plans can get good results, but 
the best plans can still fail. In the real world, 
there are countless obstacles or variables 
that can derail our best-laid plans. The 
authors discuss how to overcome this “lie” 
and others. Change your perspective with 
Nine Lies About Work.

81 Mill Street, Suite 300 
Gahanna, OH 43230
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There is a lot of information floating around 
about your competitors - you just have to find 
it. When you do, you can give yourself an edge 
as you put together your own marketing 
campaigns. 

For example, the founder and CEO of Wagmo, 
Christie Horvath, went as far as contacting and 
sitting down with a few former employees of 
her competitors. She was developing a new pet 
insurance company and wanted to know where 
those other companies had fallen short. The 
intel allowed Horvath to innovate and bring 
new ideas to the table. She didn't copy the 
competition - she did something different. 

Here's another way to approach it: use 
Facebook's Ad Library tool to watch 
competitor's Facebook and Instagram 
marketing initiatives. See what they're doing so 
you can do something different and stand out 
from the crowd. This was something Colin 
McIntosh, founder of Sheets & Giggles, did, 
and when he differentiated from his 
competitors, the customers noticed and flocked

Expectations are different - the expectations 
of customers and of employees. Buying 
habits have changed, and work habits have 
changed. For example, much of the 
workforce expects a remote or work-from-
home option or greater flexibility from the 
traditional "9-to-5 at the office" model. If you 
don't adapt, it may be harder to find qualified 
employees for your team. 

You have to experiment. As you adapt to 
the changing world, you have to experiment 
more. This includes your approach to running 
your business, the products or services you 
offer, your marketing, hiring practices and so 
on. Be open to trying new things, see what 
works and what doesn't - and let your 
employees do the same. It's all about 
encouraging ideas. Forbes, Jan. 16, 2021. 

Page 6 Quiz Answers:
1. Amazon   2. Harvard  3. Ludy and

Goldstar   4. Archie, Nope, we don't
remember that one, either.   5. 2007

to his company. Inc., Jan 4, 2021

A New World Requires New 
Leadership Skills

Last year marked a major shift in how 
companies do business. This shift also meant 
leaders had to change as well. In 2021, 
adaptation is the name of the game. There are 
several points leaders have to recognize in 
their communities and their workforce. 

Things won't go back to the way they were. 
The future will be defined by a new normal.




