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Data is everything to a small business in this 
day and age - which means if you lose access 
or control of your data, you lose everything. 

As dramatic as that might sound, the data 
backs that up. According to several sources, 
93% of companies, no matter how bit they are, 
are out of business within one year if they 
suffer a major data disaster without having first 
formulated a strategy for combating it. And 
since 68% of businesses don't have any sort of 
plan for that worst-case scenario, that means 
losing data would be a death knell for most of 
the businesses in the country. 

Fortunately, your business does not have to be 
one of them. By taking the following steps, 
you can ensure that you have a rock-solid 
disaster recovery plan in place. 

It may come as a surprise, but working 
remotely can be just as (or more) secure than 
working in the office. If done right. 

Those are the three operating words: if done 
right. This takes effort on the part of both the 
business and the remote employee. Here are 
a few MUST-HAVES for a secure work-from-
home experience:

Secure networks. This is nonnegotiable. 
Every remote employee should be 
connecting to a secure network (at home, it 
should be WPA2 encrypted), and they should 
be doing so with a VPN. 

Secure devices. All devices used for work 
should be equipped with endpoint security – 
antivirus, anti-malware, anti-ransomware and 
firewall protection. Employees should also 
only use employee-provided or approved 
devices for work-related activity. 

Secure passwords. If employees need to 
log into employer-issued programs, strong 

passwords that are routinely updated should 
be required. Of course, strong passwords 
should be the norm across the board. 
Entrepreneur, June 17, 2020

TOP TIPS ON HOW TO PREVENT YOUR 
SMART CAMERAS FROM BEING HACKED

Smart cameras have been under attack 
from hackers for years. In fact, one popular 
smart camera system (the Amazon Ring) had 
a security flaw that allowed hackers to get 
into homeowners’ networks. That issue has 
since been patched, but the risk of being 
hacked still exists. Here are three ways to 
keep your camera (and your network) safe 
from hackers:

1. Regularly update your passwords. Yes, 
passwords. This includes your smart camera 
password, your WiFi network password, your 
Amazon password – you name it. Changing 
your passwords every three months is 
an excellent way to stay secure. Every 

password 
should be 
long and 
complicated. 

2. Say no to 
sharing. Never 
share your smart 
camera’s login info with 
anybody. If you need to share access with 
someone (such as a family member or 
roommate), many smart camera systems 
let you add a “shared user.” This will let 
them access the camera, without the ability 
to access the camera’s configuration or 
network tools.

3. Connect the camera to a SECURE 
network. Your smart camera should only 
be connected to a secure WPA2 encrypted, 
firewalled WiFi network. The more protection 
you put between the camera and the rest of 
the digital world, the better. Digital Trends, 
May 7, 2020
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She Means Business: 
Turn Your Ideas Into Reality and Become a 

Wildly Successful Entrepreneur
by Carrie Green

Today, anyone with an Internet connection 
and a dream can start a business - but that 
doesn't mean it's easy. In her book 
She Means Business, Carrie Green 
recounts starting her first online 
business at the age of 20. She relays 
all of the fears, confusion and blocks
 she ran into after that and how she 
overcame them. 

This is a book for anyone, but 
especially any woman, who wants 
to utilize their creativity and 
ambition to strike out and create 
their own online business. If you're
looking for an inspiring spirit and 
someone you can learn from, pick up a 
copy of She Means Business!

This month's review is brought to you by 
the women at WCI Tech

October 2021

Step 1: Know How a Disaster Recovery 
Plan is Different From a Business 
Continuity Plan

The main difference between these two 
types of plans is that while business 
continuity plans are proactive, disaster 
recovery plans are reactive. 

More specifically, a business continuity plan 
is a strategy by which a business ensures 
that, no matter what disaster befalls it, it can 
continue to operate and provide products 
and services to its customers. A disaster 
recovery plan, on the flip side, is a strategy 
by which businesses can back up and 
recover critical data should it get lost, or 
held for ransom. 
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SHINY NEW GADGET OF 
THE MONTH

In the era of porch pirates, more people are
investing in outdoor security cameras. The 
Arlo Pro 3 Floodlight Camera delivers security
and practicality. It features an ultrahigh-
definition camera delivering 2K HDR video 
and color night vision combined with a 2000 
lumens light. Nothing goes undetected! 

Plus, the Arlo Pro 3 is wireless. It connects 
to WiFi and doesn’t need a power cord (it 
just needs to be plugged in for charging 
periodically). Because it’s on WiFi, you 
can check the feed anytime from your 

smartphone. You can even customize 
notifications so you’re alerted when it 

detects a car or person. And it has 
a speaker and microphone so you 
can hear and talk to anyone near the 
camera. Learn more at 
Arlo.com/en-us/products/arlo-pro-
3-floodlight.aspx

Arlo Pro 3 Floodlight Camera

... Continued from Cover

“Everyone has a plan until they get punched in 
the mouth.” –Mike Tyson

As business leaders, we’ve all been punched 
in the mouth recently. What’s your new game 
plan? Since COVID-19, the annual or quarterly 
one you had is now likely irrelevant. 

You have two options:

1. Sit and wait for the world to go back to
the way it was, a place where your plan
may have worked (and let’s face it, that’s
not happening).

2. Create and act upon a new game plan.
One that’s built to overcome disruption
and transform your business into
something better and stronger.

Option Two is the correct answer! AND, we at 
Petra Coach can help.

At Petra Coach, we help companies across the
globe create and execute plans to propel their 
teams and businesses forward. When disruption
hit, we created a new system of planning that
focuses on identifying your business’s short-
term strengths, weaknesses, opportunities and
threats and then creates an actionable 30-, 60- 
and 90-day plan around those findings.

It’s our DSRO pivot planning process. 
DSRO stands for Defense, Stabilize, Reset and 
Offense. It’s a four-step process for mitigating 
loss in your business and planning for 
intentional action that will ensure your business 
overcomes the disruption and prepares for the 
upturn — better and stronger than before.

Here’s a shallow dive into what it looks like. 
Defense: A powerful offensive strategy
that hinges on a strong defense. Identify
actionable safeguards you can put in place.
The right safeguards act as the backbone of
your company, giving you a foundation you
can count on.

Stabilize: The secret to stabilization is 
relentless communication with everyone. 
That includes internally with your teams AND 
externally with your customers. Streamline 
communication and eliminate bottlenecks 
through a visual dashboard.

Reset: By completing the first two steps, you’ll 
gain the freedom to re-prioritize and focus 
your efforts on the most viable opportunities 
for growth.

Offense: Don’t leave your cards in the hands 
of fate. Shifting to offense mode gives you the 
power to define the future of your business. 
Equip yourself with the tools and knowledge to 
outlast any storm.

Interested in a deep dive where a certified 
business coach will take you (and up to three
members from your team) through this process?
Attend Petra’s DSRO pivot planning half-day
virtual group workshop. (We’ve never offered 
this format to non-members. During this 
disruptive time, we’ve opened up our coaching 
sessions to the public. Don’t miss out!)

When you call a time-out and take in this 
session, you’ll leave with:

• An actionable game plan for the next
30, 60 and 90 days with associated and
assigned KPIs

• Effective meeting rhythms that will ensure
alignment and accountability

• Essential and tested communication
protocols to ensure your plan is acted upon

I’ll leave you with this statement from top 
leadership thinker John C. Maxwell. It’s a 
quote that always rings true but is crystal clear 
in today’s landscape: “Change is inevitable. 
Growth is optional.”

Let that sink in.

4 Steps To Move Your Business
From Defense To Offense
During Times Of Disruption

Free Report Alert: Protect Your Network

This report will outline in plain, nontechnical English the common mistakes 
that many small-business owners make with their computer networks that cost 
them thousands in lost sales, productivity and computer repair bills and will 
provide an easy, proven way to reduce or completely eliminate the financial 

expense and frustration caused by these oversights. 

Get Your Free Copy at www.WCITech.net/protect-your-network
Andy Bailey is the founder, CEO and lead business coach at Petra, an organization 
dedicated to helping business owners across the world achieve levels of success they 
never thought possible. With personal experience founding an Inc. 500 multimillion-dollar 
company that he then sold and exited, Bailey founded Petra to pass on the principles 
and practices he learned along the way. As his clients can attest, he can cut through 
organizational BS faster than a hot knife through butter.

Get More Free Tips, Tools and Services at Our Website: www.urlhere.com    •    (555) 555-5555    •    3
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1)
Use the unsubscribe button.

1)
Use the unsubscribe button. Look at Look at

how many e-mails you actually read fromhow many e-mails you actually read from
senders outside of your organization. Do yousenders outside of your organization. Do you
have a ton of marketing mail, promotions orhave a ton of marketing mail, promotions or
newsletters you don’t read anymore?newsletters you don’t read anymore?

Start hitting unsubscribe and leave behind Start hitting unsubscribe and leave behind 
only those messages that you care about.only those messages that you care about.
Suddenly, you’ll start receiving fewer Suddenly, you’ll start receiving fewer 
e-mails every day.e-mails every day.

2) Filter everything. 2) Filter everything. Most e-mail clientsMost e-mail clients
allow you to filter by source or sender.allow you to filter by source or sender.
Create filters that auto-sort e-mails intoCreate filters that auto-sort e-mails into
specific folders. That way, internal memosspecific folders. That way, internal memos
go to one folder, client messages to another,go to one folder, client messages to another,
newsletters to another still and so on.newsletters to another still and so on.

While filtering e-mails can be time-While filtering e-mails can be time-
consuming, it’s definitely worth your time.consuming, it’s definitely worth your time.

Declutter Your E-Mail Declutter Your E-Mail 
Inbox In 2 Steps Inbox In 2 Steps 
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So, now that we have a clear, concise 
understanding of what constitutes a 
disaster recovery plan, we can dive 
into the steps necessary to create one. 

Step 2: Gather Information and 
Support

In order to get the ball rolling on your 
disaster recovery plan, start with 
executive buy-in. This means that 
everyone, from the CEO to the entry-
level employees, needs to be brought 
in on executing the plan in case your 
company suffers a data disaster. When 
everyone is aware of the possibility of 
a data disaster, it allows for cross-
functional collaboration in the creation 
process - a necessary step if you want

budget, resources, tools and partners. 

If you're a small business, you might want to 
consider your budget and the timeline for the 
recovery process. These are good starting 
points for putting together you plan, and 
doing so will also give you an idea of what 
you can tell your customers to expect while 
you get your business back up to full 
operating capacity.

Step 4: Test the Plan
Even if you complete the first two steps, 
you'll never know that you're prepared until 
you actually test out your disaster recovery 
plan. Running through all the steps with your 
employees helps them familiarize themselves 
with the steps they'll need to take in the 
event of a real emergency, and it will help 
you detect any areas of your plan that need 
improvement. By the time an actual data 
disaster befalls your business, your systems 
and employees will easily know how to 
spring into action. 

Complete these steps, and you can ensure 
that your business will survive any data 
disaster that comes your way. 

to prevent breaches in all parts of 
your systems. 

You need to account for all elements 
in your tech systems when you're 
putting together your disaster 
recovery plan, including your 
systems, applications and data. Be 
sure to account for any issues 
involving the physical security of 
your servers as well as physical 
access to your systems. You'll need a 
plan in case those are compromised. 

In the end, you'll need to figure out 
which processes are absolutely 
necessary to keep up and running 
during a worst-case scenario when 
your capability is limited. 

Step 3: Actually Create Your 
Strategy

When everyone is on board with the 
disaster recovery plan and they 
understand their systems' 
vulnerabilities as well as which 
systems need to stay up and running 
even in a worst-case scenario, it's 
time to actually put together the 
game plan. In order to do that, you'll 
need to have a good grip on your 

"93% of companies, no 
matter how big they are, 
are out of business within 
one year if they suffer a 
major data disaster 
without having first 
formulated a strategy for 
combating it."
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Here's a scary thought: as the 
fastest growing cyber-crime, 
ransomware is a big business. 
And it's businesses like yours 
that are the prime target. 

Ransomware is where your 
data is encrypted until you pay 
a ransom fee. It's terrifying to 
see, and very hard to undo once 
an attack has launched. 

Criminals are targeting small 
and medium sized businesses 
because many don't take cyber 
security seriously enough. 

It only takes one click on one 
bad link to let a criminal into 
your system. Once in, they will 
spend weeks hidden in the 
background, secretly preparing 
an attack. 

Before long, you will be targeted 
by ransomware

Their primary goal is to stop your 
IT partner from kicking them out 
once the attack has started. 

Here's the answer: You need a 
blend of appropriate security 
software and staff training to 
protect your business. 

You WILL be targeted at some 
point; this is a reality for all 
businesses in 2021. Whether or not 
your business succumbs to that 
attack depends on how prepared 
you are. 

Let's talk on a video call
A big question for you:

Do you currently have an IT support company? And if so, how 
happy are you with them?

If your answer isn't "I'm so delighted, they will be named in my will" let's 
jump on a video call. 

Visit wcitech.net and schedule a consultation with us. 

Microsoft 365 Tip
Teams has been the breakout star of the last few years. Here are 
some Windows keyboard shortcuts for your next Teams meeting:

• Go to Search: Ctrl + E
• Turn your camera off: Ctrl + Shift + O
• Mute yourself: Ctrl + Shift + M
• Background blur: Ctrl + Shift + P
• Zoom: Ctrl + = to zoom in and Ctrl + - to zoom out
• Go to your files: Ctrl + 6

Do you know how resilient your 
business would be if it were hit 
with ransomware? We can tell you. 

Let's jump on a 15 minute video 
call. You can talk to our chief 
security expert, who will ask you a 
short number of questions about 
your business and its IT. 

No tech talk, we promise. Just a 
good productive conversation about 
protecting your business. 
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This is exactly why you can’t rely on the 
reactive break-fix model anymore. If you do, 
you could be putting your business at serious 
risk. In some cases, the mounting costs and 
damages done could put you out of business. 

If you’re hit by a data breach or if a hacker 
infiltrates your network (which is a common 
occurrence), what’s next? You call your IT 
services partner – if you have a partner – and 
tell them you need help. They might be able 
to restore lost or stolen data. That is, if you 
routinely backed up that data. You don’t want 
to find yourself in this position.

And you don’t have to. 

Instead, take a proactive approach to your 
IT support and security. This is the new way 

of doing things! It’s also known as managed 
services – and it’s a far cry from the break-fix 
approach. 

If you work with an IT services company that 
only comes out when something breaks, it’s 
time to get them on the phone to ask them 
four big questions. These are questions they 
absolutely need to say “yes” to. 

1. Can you monitor our network and 
devices for threats 24/7? 

2. Can you access my network remotely 
to provide on-the-spot IT support 
to my team?

3. Can you make sure all our data is 
backed up AND secure?

4. Can you keep our network protected 
with up-to-date malware solutions, 
firewalls and web filtering? 

If your IT services partner says “no” to any or 
all of these questions, it might be time to look 
for a new IT services partner. 

If they say “yes” (or, even better, give you an 
emphatic “yes”), it’s time to reevaluate your 
relationship with this company. You want to 
tell them you’re ready to take a proactive 
approach to your IT support, and you’ll be 
happy to have them onboard. 

Far too many small businesses don’t bother 
with proactive support because they don’t like 
the ongoing cost (think of it as a subscription 
for ongoing support and security). 
They would rather pay for 
things as they break. But these 
break-fix services are more 
expensive than ever before. 
When things go wrong, and 
these days, things will go wrong, 
you’ll be left with the bill – and be left 
wishing you had been more proactive!

Don’t be that person. Make the call and tell 
your IT services provider you want proactive 
protection for your business. Ask them how 
they can help and how you can work together 
to avoid disaster!

Safe, Reliable and Unique ... Like a '63 
Impala

“When things go 
wrong, and these days, 
things will go wrong, 
you’ll be left with 
the bill – and be left 
wishing you had been 
more proactive!”

Cartoon Of 
The Month

“Before we reposition ourselves as an 
industry leader, how was everyone’s 
weekend? Anyone do anything fun?

FREE Report: 12 Little-Known Facts Every 
Business Owner Must Know About Data 

Backup And Disaster Recovery
You will learn:

• The only way to know for SURE your data can be 
recovered if lost, corrupted, or deleted  – yet fewer than 
10% of businesses have this in place

• Seven things you should absolutely demand from any 
off-site backup service

• Where many backups fail and give you a false sense 
of security

• The #1 cause of data loss that businesses don’t even think 
about until their data is erased

Claim your FREE copy today at www.URLHERE.com/12facts

Get More Free Tips, Tools and Services at Our Website: www.urlhere.com    •    (555) 555-5555    •    2
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Shiny New Gadget of the Month 

The LINK AKC Smart Collar
The world can be a dangerous place for a pooch 
who doesn't know any better; so, it's best to know 
how to keep tabs on your canine companion in 
case they bolt. That's where the LINK AKC 
Smart Collar comes in. 

This smart collar is a comfortable and safe 
tracking alternative for your
pooch. The LINK AKC 
Smart Collar comes 
equipped with several 
other useful features, 
including, but not limited to: 
-Activity monitoring and sound training specific
to your dog's breed
-Temperature alerts if your dog is too hot or cold
-A place to digitally store vet records
-Waterproof features for up to 30 minutes in three
feet of water

If you want your dog to be the goodest, highest-
tech pup out there, this collar is for you!

Mike Michalowicz is a very successful author, entrepreneur and lecturer. He 
has written several successful books, including his latest, Get Different. He is 
currently the host of the "Business Rescue" segment on MSNBC's Your 
Business, and he previously worked as a small-business columnist for The 
Wall Street Journal. 

Succeeding as a Female 
Entrepreneur

 

For years now, I've told any business owner 
who would listen to "get different". If you've 
read my book of the same name, you'll know 
that it's not necessarily the better businesses 
that attract the most customers - it's the most 
different businesses. In an overly saturated 
market, the name of the game is standing out 
in the crowd. 

Rather than just reshare the step-by-step 
guide that's in my book, I thought I would 
give a rather unique example of "get 
different" in action - and it's probably not 
anything you would expect. 

Behold: Morris County's sheriff, James 
Gannon, and his '63 Chevy Impala. He might 
not be a businessman, but if he wants to 
garner votes for the next sheriff's election, 
he'll have to market himself nonetheless - and 
a classic police car is the perfect way to 
market what kind of candidate he is. 

If you're having trouble picturing what a '63 
Impala looks like, think about any classic 
police movie from that era. The officer 
probably drove something similar, with the 
sleek body topped with a bulbous police light. 
If you saw that car driving up the street, what 
would you think about it? My guess is classy, 
old-school, bold, reliable, safe and just plain 
interesting. To his community, James Gannon 
is all of those things, if only by association 
with his Impala. 

However, I should mention that Sheriff 
Gannon's car isn't some sort of misdirect; it's 
an accurate representation of who he is. 
Regardless of where you might fall on the 
political spectrum, you can't argue with his 
experience: 40 years in law enforcement and 
the security industry, working not only for his 
local police department, but also for the FBI

the prosecutor's office and finally as the 
sheriff in Morris County. 

Sheriff Gannon's Impala accurately represents 
the fact that he is classy, reliable, bold, 
relatable and, perhaps most importantly, safe. 
In a word, he's different from the other 
candidates. So, if you're looking to get 
different like Sheriff Gannon, let me finish up 
this article by giving you a few tips. 

Find Your "Est"
Buying a car and outfitting it with your logo 
might not be the best move for marketing 
your business, but it should make you ask 
yourself these questions: What is your "est"? 
Are you the smartest? The fastest? The 
boldest? The most analytical, reliable or 
progressive? Find your "est" - what makes 
you unique - and run with it. 

Stay Visible
Keep putting your business out there, even as 
you start to win business. Staying in the 
public eye is how you communicate to your 
market that you're confident in what you're 
offering, and that you're in it for the long 
haul. You want people to know that you're 
like Sheriff Gannon and his Impala - reliable 
and trustworthy.  

The world is changing in so many ways right 
now. With your very own innovative 
marketing strategies, let everyone know that, 
through it all, your business vows to remain 
reliable and authentic. 

1. Don't be afraid to fail. Failure is where

Many entrepreneurial
 stats are still dominated

by men, but women have
 more opportunities than

               ever before to break
            through and find success for
       themselves. Here are a few tips 
for doing that:   

growth comes from. If Oprah Winfrey or Coco
Chanel gave in to their fear or failure, the world
would be worse for it.

 

2.

 

Never stop learning. Always find ways to

 

improve your skills, your business and yourself.
Find people who excel at things that you
struggle with - and learn from them.

 

3.

 

Protect your determination. The world
doesn't always appreciate successful women.
Take your seat at the table and ignore anyone
who says you can't have it.
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Software updates: 
your business's 
secret data 
security weapon

You know that feeling when you look 
in your phone's app store, and there 
are 29 apps asking to be updated? Yes, 
everyone gets annoyed with this 
sometimes. 

What's worse is when you're working on 
your work computer, and software pings 
up a message saying it needs to be 
updated. At least phone apps don't take 
long and don't interrupt you that much. 
On your computer, it's too easy to hit 
"remind me later" and forget it. 

Often these updates are known as 
patches. And they're there to keep your 
business safe. 

When a vulnerability is found in a piece 
of software or an operating system, the 
developers work really fast to create a 
small update - the patch - that fixes the  

about dynamite 
phishing?

Dynamite phishing is where 
"adult content" is emailed to 
you. The criminals behind it 
are hoping you'll click a link 
and give them access to your 
computer (that's what phishing 
is). 

It's often aimed at male 
names, and there's been a 
974% spike in it recently. Use 
security software and staff 
training to stay protected. 

vulnerability. This is like a Band-Aid, 
until a full update is created. 

It's risky to ignore any updates. A 
recent study found that today's top 4 
most exploited vulnerabilities were 
discovered between 2018 and 2020. 

The fact that they're still in the top 4 
shows that many businesses are 
skipping updates! 

The answer is simple: Get your IT 
partner to make sure all your software 
is always up-to-date. This can be done 
remotely and easily with minimal 
disruption to you and your team. 

If you need a hand, don't forget that a trusted MSP (like us) can guide you. 

Did You 
Know?

Zoe
Cross-Out

Zoe
Cross-Out

Zoe
Cross-Out

Zoe
Cross-Out



With more of us working 
remotely now, coffee shops are 
getting busier again as we look 
for somewhere other than home 
to work. 

But while it can be great for 
getting rid of distractions, it's not 
so good for security. 

That's because public Wi-Fi is a 
hotspot for data theft. Any data 
sent over public Wi-Fi that 
doesn't need a password to 
access is vulnerable to theft or 
manipulation from someone 
else using that network. 

And it's not just other Wi-Fi 
traffic you need to consider. 
There are also fake networks to 
be wary of. You think you're 
connecting to the coffee shop's 
Wi-Fi ... but how do you know it 
isn't a fake version with the 
same name? 

Fun Tech Quiz 
Round up the team, it's time for another tech quiz
Can your crew get 5 our of 5?!

Technology Update
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As soon as you log on, they can 
suck up all of your credentials 
and any other personal data on 
your device. 

If your team is using public Wi-Fi 
regularly, best practice is to use 
a VPN (Virtual Private Network) 
to keep your data safe. This acts 
as a private tunnel for your 
device to connect to a private 
network, keeping your info safe. 

Yes! The easiest way to capture 
and save a copy of your entire 
screen is to hit the Windows key + 
Print Screen key. Your picture will 
be save to the Pictures > 
Screenshots folder. 

ANSWER
Sometimes if your computer is 
running slowly, it's a good idea to 
remove some apps you no longer 
use. To see how much storage 
space they're taking up, go to 
Settings > System > Storage. Then 
look at the drive you want to 
search (This PC, for example) and 
click Apps & Games. 

1. What is OS an abbreviation for?

2. What kind of file does the .tmp extension usually refer to?

3. What was the first computer with a color display?

4. What was the name of the first computer programmer?

5. What is a computer's main circuit board called?

The answers are on page 8.

Question
Can I take a screenshot in 
Windows 10?

ANSWER

Question
How can I see how much 
storage space my apps are 
taking up?

Question
Can I get rid of the ads on 
my Start Menu? 

ANSWER

Yes! Go to Settings > 
Personalization > Start. Then 
turn off the Occasionally show 
suggestions in Start toggle 
switch. 
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Tech Fact#4

Bill's Favorite Tech 
Story of October 
2021
EV Startup Lucid's first car an travel 520 
miles on a full battery - beating Tesla by 
115 miles

When Lucid Motors' hotly anticipated first cars reach 
customers later this year, they'll become the longest-range 
electric vehicles on the road. 

In fact, they'll be able to travel over 100 miles further on a 
full battery than the next best electric vehicle. 

The startup's debut sedan, the Air Dream Edition R, has 
earned a range rating of 520 miles from the Environmental 
Protection Agency. It's the longest range rating the agency 
has ever awarded. 

Inspirational Quote
of the Month:

"It's fine to celebrate success but it is more 
important to heed the lessons of failure."

Bill Gates

October 2021Technology Insider

Lucid's share price rose more than 4% following the news.

For context, the Tesla Model S has worn the range crown for 
years, and the latest version of the sedan has an EPA rating of 
405 miles. The Lucid Air Dream Edition R beats Tesla's best 
model by a long shot, but it costs a lot more, too [coming in at 
$169,000.]

Still, the Air's exceptional range rating bodes well for Lucid's 
future in the increasingly crowded EV market. Lucid, which is run 
by former Model S chief engineer Peter Rawlinson, is widely 
regarded as one of the most legitimate EV startups. The 
company went public through a reverse merger in July, well 
before delivering a single vehicle. 
[...]
This is an excerpt from an article of the same title published on 
TBusinessInsider.com Sept. 14, 2021, by Tim Levin.

Even as a long-time admirer of 
Tesla, I still love to see the new
entries to the market. The range
offered by this newby is both
astounding and exciting!

Tech Fact#3Tech Fact #1
The name Google was accidental. It was a spelling error by the original founderswho thought they were going with Googol

Tech Fact #2 

Samsung is 38 years and 1 month older

than Apple

51% of internet traffic is non-human. 31% of that is 

spammers, and malicious phishing

The American Super Mario Bros. 2 is vastly different from Nintendo's original released in Japan.



October 2020

Cyberthreats are everywhere these days. 
Hackers, scammers and cybercriminals are 
working overtime to break into your network – 
and the network of just about every business 
out there. They have a huge arsenal of tools at 
their disposal, from automated bots to malicious 
advertising networks, to make it possible. 

But there is one “tool” that you may be putting 
directly into their hands: your employees. 
Specifically, your employees’ lack of IT 
security training.

While most of us expect hackers to attack 
from the outside using malware or brute-force 
attacks (hacking, in a more traditional sense), 
the truth is that most hackers love it when they 
can get others to do their work for them. 

In other words, if they can fool your 
employees into clicking on a link in an e-mail 
or downloading unapproved software onto a 
company device, all the hackers have to do is 

sit back while your employees wreak havoc. 
The worst part is that your employees may not 
even realize that their actions are compromising 
your network. And that’s a problem. 

Even if you have other forms of network 
security in place – malware protection, 
firewalls, secure cloud backup, etc. – it won’t 
be enough if your employees lack good IT 
security training. In fact, a lack of training is 
the single biggest threat to your network! 

It’s time to do something about it. 
Comprehensive network security training 
accomplishes several things, including:

1. Identifying Phishing E-Mails Phishing 
e-mails are constantly evolving. It used 

to be that the average phishing e-mail included 
a message littered with bad grammar and 
misspelled words. Plus, it was generally from 
someone you’d never heard of.

Continued on Page 2 ...

Employees Are Letting Hackers 
Into Your Network ...

What You Can Do To Stop It
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Our Mission: 
To build a community of success- 
minded entrepreneurs that inspires 

excellence, encourages collaboration 
and expands the capacity of all 

members to achieve great things.

Technology Times
Insider Tips To Make 
Your Business Run 

Faster, Easier And More 
Profitably

Nine Lies About Work
by Marcus Buckingham and

Ashley Goodall

We all believe certain 
things about work 
and the way we run 
our businesses. But 
as authors Marcus 
Buckingham and Ashley 
Goodall point out, not 
everything is as it seems. 

In Nine Lies About Work: 
A Freethinking Leader’s 
Guide To The Real World, 
they break down nine lies 
we tell ourselves or have 
been told. One example: the best plan 
wins. Good plans can get good results, but 
the best plans can still fail. In the real world, 
there are countless obstacles or variables 
that can derail our best-laid plans. The 
authors discuss how to overcome this “lie” 
and others. Change your perspective with 
Nine Lies About Work.

81 Mill Street, Suite 300 
Gahanna, OH 43230
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3 Digital Disruptions That Affect WFH 
Employees and How to Avoid Them

As more employees work from home, the risk of cyber-attacks grows. 
In 2020, between the months of March and July, nearly half of all 
businesses dealt with some sort of digital disruption. Some of the most 
common digital disruptions were: 

Worker Productivity Losses
When hackers infiltrate company computers, the might steal employee 
identities. This won't hurt your business directly, but it will indirectly, 
as workers have less time for work while they grapple with their 
identity being stolen.

Internet of Things Infiltrations
Now that so many "smart" devices can be hooked up to a central server, 
there are more avenues than ever for hackers to gain access to sensitive 
company data. 

Ransomware Attacks
Businesses of all sizes are falling victim to ransomware attacks, but it's 
the small and mid-size ones on a tight budget that really suffer from the 
fallout. 

To stop these kinds of attacks, educate your workforce on best practices 
for avoiding hackers and make sure their systems are up-to-date with 
good cyber security software. Nothing is bulletproof, but you can do a 
lot to protect your company. 

5 Tips for Millennial Entrepreneurs 
from a Millennial Entrepreneur

Millennial entrepreneurs are more diverse than entrepreneurs of any other 
generation, with a greater portion of them being women and people of color 
than ever before. But what does it take for a millennial to succeed in this 
brave new world of business?

1. Remember that although older business owners may have valuable
insights, they might not understand how entrepreneurship works in the
digital age.

2. Know how to do every job in your business; after all, you'll have to do
them all when you start out!

3. Find a mentor, someone who is where you want to be one day, and
learn from their successes and failures.

4. Don't take advice from people who haven't been where you are - even
if the advice is well intentioned and from people you care about.

5. Do not let people judge you for your age. Being in the know about the
latests tech - because of your age - is a tremendous advantage in
today's marketplace.


