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When you consider the investments in your 
business that you can make as a CEO, you 
probably think to yourself, "Which investments 
will give my company the best ROI?" With 
that in mind, would you think of making a 
significant investment in bolstering your IT 
department?

Many CEOs are understandably hesitant to 
throw a lot of money into their IT department 
because the ROI is more difficult to estimate. 
That said, though, consistently updating your 
company's IT services is becoming 
increasingly crucial to the continued success, 
and, indeed, safety, of your company. 
Ransomware and other cyber-attacks that steal 
company data are becoming more frequent and 
more costly, while IT departments continually 
get the short end of the budgetary stick. 

It may come as a surprise, but working 
remotely can be just as (or more) secure than 
working in the office. If done right. 

Those are the three operating words: if done 
right. This takes effort on the part of both the 
business and the remote employee. Here are 
a few MUST-HAVES for a secure work-from-
home experience:

Secure networks. This is nonnegotiable. 
Every remote employee should be 
connecting to a secure network (at home, it 
should be WPA2 encrypted), and they should 
be doing so with a VPN. 

Secure devices. All devices used for work 
should be equipped with endpoint security – 
antivirus, anti-malware, anti-ransomware and 
firewall protection. Employees should also 
only use employee-provided or approved 
devices for work-related activity. 

Secure passwords. If employees need to 
log into employer-issued programs, strong 

passwords that are routinely updated should 
be required. Of course, strong passwords 
should be the norm across the board. 
Entrepreneur, June 17, 2020

TOP TIPS ON HOW TO PREVENT YOUR 
SMART CAMERAS FROM BEING HACKED

Smart cameras have been under attack 
from hackers for years. In fact, one popular 
smart camera system (the Amazon Ring) had 
a security flaw that allowed hackers to get 
into homeowners’ networks. That issue has 
since been patched, but the risk of being 
hacked still exists. Here are three ways to 
keep your camera (and your network) safe 
from hackers:

1. Regularly update your passwords. Yes, 
passwords. This includes your smart camera 
password, your WiFi network password, your 
Amazon password – you name it. Changing 
your passwords every three months is 
an excellent way to stay secure. Every 

password 
should be 
long and 
complicated. 

2. Say no to 
sharing. Never 
share your smart 
camera’s login info with 
anybody. If you need to share access with 
someone (such as a family member or 
roommate), many smart camera systems 
let you add a “shared user.” This will let 
them access the camera, without the ability 
to access the camera’s configuration or 
network tools.

3. Connect the camera to a SECURE 
network. Your smart camera should only 
be connected to a secure WPA2 encrypted, 
firewalled WiFi network. The more protection 
you put between the camera and the rest of 
the digital world, the better. Digital Trends, 
May 7, 2020
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What It Takes: Lessons in the 
Pursuit of Excellence

By Stephen A. Schwarzman

Few have lived a more inspiring life than 
Stephen A. Schwarzman. If you don't know 
who he is, you might know his company, 
Blackstone - an investment firm that 
manages over $500 million in assets. 
American success story, advisor to 
heads of state, philanthropist and more, 
Schwarzman is also now a best-selling 
author, following the release of his 
book, What It Takes: Lessons in the 
Pursuit of Excellence. 

Part memoir, part blueprint for success, 
What It Takes offers a peek behind the 
curtain into the life of someone who has 
lived the American dream - and what it took 
for him to be successful. Schwarzman's 
book is an indispensable read for anyone 
who wishes to constantly strive for 
excellence and have an impact on the world.

September 2021

While that all undoubtedly sounds horrible, 
you might be wondering just what you can 
do about it. After all, you only have so much 
money you can invest back into your 
company's IT department, and it might not 
be sufficient for keeping your IT staff from 
getting burned out, disgruntled or making 
costly mistakes - even when they're 
performing their responsibilities to the best 
of their abilities. 

What if there were a way that you could 
have access to the most up-to-date IT 
knowledge and software while also not 
having to shell out the funds necessary to 
update your systems and hire more 
knowledgeable employees? Well, that's 
where co-managed IT can be your 
company's life preserver.
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SHINY NEW GADGET OF 
THE MONTH

In the era of porch pirates, more people are
investing in outdoor security cameras. The 
Arlo Pro 3 Floodlight Camera delivers security
and practicality. It features an ultrahigh-
definition camera delivering 2K HDR video 
and color night vision combined with a 2000 
lumens light. Nothing goes undetected! 

Plus, the Arlo Pro 3 is wireless. It connects 
to WiFi and doesn’t need a power cord (it 
just needs to be plugged in for charging 
periodically). Because it’s on WiFi, you 
can check the feed anytime from your 

smartphone. You can even customize 
notifications so you’re alerted when it 

detects a car or person. And it has 
a speaker and microphone so you 
can hear and talk to anyone near the 
camera. Learn more at 
Arlo.com/en-us/products/arlo-pro-
3-floodlight.aspx

Arlo Pro 3 Floodlight Camera

... Continued from Cover

“Everyone has a plan until they get punched in 
the mouth.” –Mike Tyson

As business leaders, we’ve all been punched 
in the mouth recently. What’s your new game 
plan? Since COVID-19, the annual or quarterly 
one you had is now likely irrelevant. 

You have two options:

1. Sit and wait for the world to go back to
the way it was, a place where your plan
may have worked (and let’s face it, that’s
not happening).

2. Create and act upon a new game plan.
One that’s built to overcome disruption
and transform your business into
something better and stronger.

Option Two is the correct answer! AND, we at 
Petra Coach can help.

At Petra Coach, we help companies across the
globe create and execute plans to propel their 
teams and businesses forward. When disruption
hit, we created a new system of planning that
focuses on identifying your business’s short-
term strengths, weaknesses, opportunities and
threats and then creates an actionable 30-, 60- 
and 90-day plan around those findings.

It’s our DSRO pivot planning process. 
DSRO stands for Defense, Stabilize, Reset and 
Offense. It’s a four-step process for mitigating 
loss in your business and planning for 
intentional action that will ensure your business 
overcomes the disruption and prepares for the 
upturn — better and stronger than before.

Here’s a shallow dive into what it looks like. 
Defense: A powerful offensive strategy
that hinges on a strong defense. Identify
actionable safeguards you can put in place.
The right safeguards act as the backbone of
your company, giving you a foundation you
can count on.

Stabilize: The secret to stabilization is 
relentless communication with everyone. 
That includes internally with your teams AND 
externally with your customers. Streamline 
communication and eliminate bottlenecks 
through a visual dashboard.

Reset: By completing the first two steps, you’ll 
gain the freedom to re-prioritize and focus 
your efforts on the most viable opportunities 
for growth.

Offense: Don’t leave your cards in the hands 
of fate. Shifting to offense mode gives you the 
power to define the future of your business. 
Equip yourself with the tools and knowledge to 
outlast any storm.

Interested in a deep dive where a certified 
business coach will take you (and up to three
members from your team) through this process?
Attend Petra’s DSRO pivot planning half-day
virtual group workshop. (We’ve never offered 
this format to non-members. During this 
disruptive time, we’ve opened up our coaching 
sessions to the public. Don’t miss out!)

When you call a time-out and take in this 
session, you’ll leave with:

• An actionable game plan for the next
30, 60 and 90 days with associated and
assigned KPIs

• Effective meeting rhythms that will ensure
alignment and accountability

• Essential and tested communication
protocols to ensure your plan is acted upon

I’ll leave you with this statement from top 
leadership thinker John C. Maxwell. It’s a 
quote that always rings true but is crystal clear 
in today’s landscape: “Change is inevitable. 
Growth is optional.”

Let that sink in.

4 Steps To Move Your Business
From Defense To Offense
During Times Of Disruption

Free Report Alert: Protect Your Network

This report will outline in plain, nontechnical English the common mistakes 
that many small-business owners make with their computer networks that cost 
them thousands in lost sales, productivity and computer repair bills and will 
provide an easy, proven way to reduce or completely eliminate the financial 

expense and frustration caused by these oversights. 

Get Your Free Copy at www.WCITech.net/protect-your-network
Andy Bailey is the founder, CEO and lead business coach at Petra, an organization 
dedicated to helping business owners across the world achieve levels of success they 
never thought possible. With personal experience founding an Inc. 500 multimillion-dollar 
company that he then sold and exited, Bailey founded Petra to pass on the principles 
and practices he learned along the way. As his clients can attest, he can cut through 
organizational BS faster than a hot knife through butter.

Get More Free Tips, Tools and Services at Our Website: www.urlhere.com    •    (555) 555-5555    •    3
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1)
Use the unsubscribe button.

1)
Use the unsubscribe button. Look at Look at

how many e-mails you actually read fromhow many e-mails you actually read from
senders outside of your organization. Do yousenders outside of your organization. Do you
have a ton of marketing mail, promotions orhave a ton of marketing mail, promotions or
newsletters you don’t read anymore?newsletters you don’t read anymore?

Start hitting unsubscribe and leave behind Start hitting unsubscribe and leave behind 
only those messages that you care about.only those messages that you care about.
Suddenly, you’ll start receiving fewer Suddenly, you’ll start receiving fewer 
e-mails every day.e-mails every day.

2) Filter everything. 2) Filter everything. Most e-mail clientsMost e-mail clients
allow you to filter by source or sender.allow you to filter by source or sender.
Create filters that auto-sort e-mails intoCreate filters that auto-sort e-mails into
specific folders. That way, internal memosspecific folders. That way, internal memos
go to one folder, client messages to another,go to one folder, client messages to another,
newsletters to another still and so on.newsletters to another still and so on.

While filtering e-mails can be time-While filtering e-mails can be time-
consuming, it’s definitely worth your time.consuming, it’s definitely worth your time.

Declutter Your E-Mail Declutter Your E-Mail 
Inbox In 2 Steps Inbox In 2 Steps 
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Co-managed IT (or, as we at WCI 
Technology Solutions call it, Done-
With-You IT) is a flexible system for 
keeping data for your company, 
employees and clients safe from cyber-
attacks as well as assisting in your 
daily operations where needed. Think 
of it as "filling in the gaps" that your 
current IT department may not have 
the means to fill. 

For instance, say your current IT 
department is great at taking care of 
the day-to-day fires that inevitably

your IT department has about your systems. 
That's what makes up the "co" in "co-
managed IT".

In order for co-managed IT to work, your 
company's IT department will need to see us 
as an ally in doing their job, not as an 
adversary. At the same time, they'll also need 
to be open to new ways of doing things. The 
world of cyber security is constantly 
changing, and if your IT department is set in 
their ways and unwilling to budge, your 
company will be left with an antiquated 
system, chock-full of valuable data that 
hackers and cybercriminals can easily 
exploit. 

Finally, however, in order for co-managed IT 
to work, your company still must be willing 
to invest in its IT department. We know that 
the ROI might not be as clear as it is for 
some other investments, but trust us, the 
consequences of not having up-to-date IT 
services if (or when) hackers steal your 
sensitive data could financially devastate 
your company - or even end it altogether. 

So, with that in mind, we hope you'll 
consider the benefits of co-managed IT and 
how it can keep your company safe from 
cyber-attacks and bring you peace of mind. 

come up in a normal workday, but 
they struggle to get to the "important 
but not urgent" task of updating your 
company's cyber security and 
creating data backups. Maybe it's the 
other way around, where your IT 
department is very focused on 
security, but they struggle to find 
time to assist employees with 
password resets and buggy programs. 
Maybe neither or these cases describe 
your IT department, but they still 
need better access to the tools and 
software that would allow them to 
reach their full potential in protecting 
the company's sensitive information. 
Or, maybe your company is going 
through a period of rapid expansion, 
and you just don't have time to build 
the kind of IT infrastructure that 
would best serve your needs. 

Regardless of what your IT 
department's current needs are, co-
managed IT is the solution. We're 
here to do the tasks and provide the 
tools that your current IT department 
just can't provide. Make no mistake, 
however: our intent is not to replace 
your current IT leader, or team. In 
fact, we rely on the expertise that 

"Co-managed IT is a 
flexible system for 
keeping data for your 
company, employees and 
clients safe from cyber-
attacks, as well as 
assisting in your daily 
operations where 
needed."
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How would you feel if you 
knew that many of the 
technology problems you've 
suffered in the past could have 
been avoided entirely? If only 
your current IT support 
company had a more proactive 
approach to technology.

Back in the day, purely reactive 
support was popular. It was the 
way tech support did things: a 
problem happened, so we fixed 
it. 

But, in recent years things have 
changed, for the better. 
Businesses are realizing that 
fewer unplanned calls to an IT 
helpdesk is a very good thing. 

You need a proactive partner 
who's working away in the 

If Your IT Support Company is 
ALWAYS Fixing Your Technology...

background to monitor, maintain 
and update your entire network. 

We call this Proactive Problem 
Prevention.

The benefits go beyond saving time 
and money. Stopping things from 
going wrong can also increase your 
team's motivation, improve your 
security, and help with future 
planning and budgeting. 

Do you know how proactive your 

Let's talk on a video call
A big question for you:

Do you currently have an IT support company? And if so, how 
happy are you with them?

If your answer isn't "I'm so delighted, they will be named in my will" let's 
jump on a video call. 

Visit wcitech.net and schedule a consultation with us. 

Microsoft 365 Tip
Who doesn't love Teams? But with all the group chats you're 
involved in, it can be tricky to go back and find information when 
you need to. 

Did you know you can add titles to your chats? That makes them so much simpler to 
search. 

Just click the pencil icon at the top beside your colleagues' names and give the chat a 
name. Easy!

current IT Support really is? 

Take our Proactive Strength Test to 
find out. 

Visit: 
www.WCITech.net/strength-test
right now. 
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This is exactly why you can’t rely on the 
reactive break-fix model anymore. If you do, 
you could be putting your business at serious 
risk. In some cases, the mounting costs and 
damages done could put you out of business. 

If you’re hit by a data breach or if a hacker 
infiltrates your network (which is a common 
occurrence), what’s next? You call your IT 
services partner – if you have a partner – and 
tell them you need help. They might be able 
to restore lost or stolen data. That is, if you 
routinely backed up that data. You don’t want 
to find yourself in this position.

And you don’t have to. 

Instead, take a proactive approach to your 
IT support and security. This is the new way 

of doing things! It’s also known as managed 
services – and it’s a far cry from the break-fix 
approach. 

If you work with an IT services company that 
only comes out when something breaks, it’s 
time to get them on the phone to ask them 
four big questions. These are questions they 
absolutely need to say “yes” to. 

1.	 Can you monitor our network and 
devices for threats 24/7? 

2.	 Can you access my network remotely 
to provide on-the-spot IT support 
to my team?

3.	 Can you make sure all our data is 
backed up AND secure?

4.	 Can you keep our network protected 
with up-to-date malware solutions, 
firewalls and web filtering? 

If your IT services partner says “no” to any or 
all of these questions, it might be time to look 
for a new IT services partner. 

If they say “yes” (or, even better, give you an 
emphatic “yes”), it’s time to reevaluate your 
relationship with this company. You want to 
tell them you’re ready to take a proactive 
approach to your IT support, and you’ll be 
happy to have them onboard. 

Far too many small businesses don’t bother 
with proactive support because they don’t like 
the ongoing cost (think of it as a subscription 
for ongoing support and security). 
They would rather pay for 
things as they break. But these 
break-fix services are more 
expensive than ever before. 
When things go wrong, and 
these days, things will go wrong, 
you’ll be left with the bill – and be left 
wishing you had been more proactive!

Don’t be that person. Make the call and tell 
your IT services provider you want proactive 
protection for your business. Ask them how 
they can help and how you can work together 
to avoid disaster!

Do you want to know my secret to success - 
how I'm able to live the way I do after 
growing up in a dysfunctional family, lasting 
half a semester in college and possessing no 
special skills, talents or intelligence? Well, I 
do two things that most people don't do: I 
study and I plan. 

I pull these two levers once every day (and 
twice on Sunday), and that's what has led to 
three decades of success. You can follow my 
example. Like all fundamentals of success, 
the daily disciplines of studying and planning 
are easy to understand, but hard to maintain in 
practice. Most people don't have discipline, 
and therefore, they do not succeed. What's 
more is that in total, you only have to study 
and plan for eight hours every week! Curious 
about how that works? Let me break it down 
for you. 

Early each morning, I give myself an hour to 
study and plan as needed. No matter how 
early the rest of my day starts, I always start 
with this hour - no exceptions. I devote the 
first 30 minutes to studying. When I say 
"studying", what that basically means is that 
I'm reading a book to grow one of my core 
skills. Don't spend that first 30 minutes 
reading useless crap; only focus on books that 
will help you grow in some way. 

If your response to that idea of studying was 
that you don't have time to read, then I would 
say you're lying. Bill Gates, Warren Buffett, 
Oprah Winfrey, Elon Musk and Jack Ma are 
all voracious readers. Do you think you're 
busier than them? Yeah, thought not. They're 
not the only ones either - the average 
multimillionaire reads at least two books a 
month. And guess what? I can get through 
that many books in a month by reading just 
30 minutes a day.

How to Succeed in Business and Life in Just 
8 Hours Per Week

“When things go 
wrong, and these days, 
things will go wrong, 
you’ll be left with 
the bill – and be left 
wishing you had been 
more proactive!”

Cartoon Of 
The Month

“Before we reposition ourselves as an 
industry leader, how was everyone’s 
weekend? Anyone do anything fun?

FREE Report: 12 Little-Known Facts Every 
Business Owner Must Know About Data 

Backup And Disaster Recovery
You will learn:

•	 The only way to know for SURE your data can be 
recovered if lost, corrupted, or deleted – yet fewer than 
10% of businesses have this in place

•	 Seven things you should absolutely demand from any 
off-site backup service

•	 Where many backups fail and give you a false sense 
of security

•	 The #1 cause of data loss that businesses don’t even think 
about until their data is erased

Claim your FREE copy today at www.URLHERE.com/12facts

Get More Free Tips, Tools and Services at Our Website: www.urlhere.com    •    (555) 555-5555    •    2
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Shiny New Gadget of the Month

'Peep' The World Around You

Peeps by CarbonKlean is the ultimate cleaning 
tool for glasses - far better than your traditional 
rag, spray or T-shirt. It's compact, easy to use 
and, most importantly, revolutionary in its 
ability to not only clean smudges off your 
glasses but also protect them from the next 
smudge. 

Peeps uses state-of-the-art carbon
molecular technology to 
remove smudges and dirt at a 
microscopic level as well as keep your lenses 
clear of contaminants long after you use it. 

To clean your lenses with Peeps, simply brush 
them to remove dust and particles, wipe them 
between the heads of the tongs and enjoy your 
crystal-clear vision!

Darren Hardy is the former publisher of SUCCESS Magazine, and he has 
written several best-sellers, including The Entrepreneur Roller Coaster, Living 
Your Best Year Ever and The Compound Effect. He is also the recipient of the 
"Master of Influence" designation from the National Speakers Association 
(NSA), which honors his professionalism and public speaking ability.

Over 60% of people reuse passwords across 
multiple sites, which goes to show how non-

security-minded people are 
with their online data.

Who's Responsible for 
Protecting Our Data?

Regardless, the onus 
for protecting 
consumer data online 
still falls on the big 
tech companies that 
make the devices and 
applications people 
use. 

Big tech companies are the ones making 
money off of consumers' data, so it's in their 
best interest to keep it safe. Plus, if they make 
devices and applications that connect people 
24/7, it's their responsibility to keep that 
connection safe. They're the ones with the 
expertise on how to do so, not consumers. 

Even though consumers could do better to 
protect their data online, it's still the big tech 
companies that have the best reason and 
means to better protect their customers' data.

I spend the remaining half of the first hour of 
my day planning. That means I review my 
MVPs (most valuable priorities) and walk 
through my day in my head. Thinking about 
how I might interact and empathize with 
people helps me grow my emotional 
intelligence. 

It's also during my planning time that I 
identify my spotlight moments - the moments 
when I know my example is on display, where 
I need to maximize my excellence. Want to 
know a little secret? Being excellent isn't 
about trying to be incredible at everything all 
the time - it's about picking the right moments 
to maximize your effort and be 
disproportionately excellent. 

So, altogether, if you do those two things for 
an hour each day, that's seven hours. The 
eighth hour happens on Sunday afternoon, 
when I plan out my week. And that's it. That's 
how you get a massive edge over your peers 
in whatever you're doing. Too few do it and 
stick with it, and that will make it all the 
easier for anyone who does stick with it to 
succeed. 
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What repeat 
tasks could you 
automate?

Do you often find yourself performing 
the same actions over and over again?

Perhaps they're important tasks that need 
to be done on a regular basis. But, ugh, 
they're so tedious. 

Thing of the time you could save if you 
didn't have to do them. And the collective 
time your team would save if they didn't 
have to do repeat tasks. 

Removing boring, repetitive tasks is great 
for morale - both yours and you staff's. 
So why not automate as many of these as 
you can?

When you look at task lists with an 
attitude of "remove it by automating it", 
you'll spot loads of repeat jobs you never 
need to do again. 

Most people use the 
same 3 (weak) 
passwords for 

everything

A recent survey showed two 
thirds of people use the same 
three passwords across up to 
50 different services and 
accounts. 

Street names, pet names, and 
memorable dates make for the 
most popular choices. These, 
however, make terrible 
passwords. As they are easy to 
automated hacking software to 
figure out using something 
called brute force hacking. This 
is where the computer tries 
thousands of different 
passwords until it finds the 
right one. 

Then answer is a password 
manager. It will generate a 
random string of characters for 
your password, then 
remember it for you, and 
automatically fill it in when you 
login. 

Tasks in payroll; parts of your HR; 
customer support; management - and 
even your marketing. 

There are hundreds of tools available 
that will integrate with your current 
apps and systems. Like Teams, 
Outlook, and your CRM. They'll speed 
things up and save you time and effort. 

Want to see how automation could 
help your business? Talk to us. We can 
suggest the apps and tools to use with 
your current systems to automate 
more, faster.  

If you need a hand, don't forget that a trusted MSP (like us) can guide you. 

Did You 
Know?

Zoe
Cross-Out

Zoe
Cross-Out

Zoe
Cross-Out

Zoe
Cross-Out



We're really looking forward to 
the launch of Windows 11 in the 
next few months. But, are your 
devices ready for it?

Microsoft has changed the 
minimum system requirements 
needed to run its operating 
system if you're upgrading from 
10 to 11. And that's created a 
headache for a lot of people. 

On the plus side, the changes 
mean you'll get increased 
security, reliability, and 
compatibility. But it does mean 
that some of your devices might 
not be up to spec to upgrade. 

Here are the minimum hardware 
requirements to the new OS 
system:

• An Intel Core processor from
2017 onwards, or AMD Zen
processors from 2019
onwards

• 4GB of RAM
• 64GB of hard drive storage

Fun Tech Quiz 
Round up the team, it's time for another tech quiz
Can your crew get 5 our of 5?!

Technology Update
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• Oh, and it all hinges on
having a TPM (Trusted
Platform Model) 2.0 chip

While Windows has required all 
its devices since 2016 to have 
the TPM chip, many of them 
haven't been activated. And that 
process is ... technical, to say 
the least. 

If that's all nonsense to you, 
contact us and we can check 
your devices for you. Just give 
us a call or drop us an email. 

If you've checked around the business 
and no one has created the new 
administrator account, speak to your 
IT support partner immediately. This 
may be a sign that you have an 
intruder in your network, just waiting 
to launch an attack. 

ANSWER
Hopefully you have a working daily
or continuous backup in place.  If
so, it's simply a case of retrieving a
copy of your document. If you
don't have a backup then it may be
trickier. First, you may want to
establish how the file has 
disappeared. A good IT support
partner should be able to guide
you through this (also, get them to
sort out your backup).

1. What does a Geiger counter measure?

2. What's the maximum character count for a tweet since 2017?

3. What is the name of Elon Musk's aerospace company?

4. What did Amazon start by selling?

5. What unit of length is equal to around 5.8 trillion miles?

The answers are on page 8.

Question
I've noticed a new 
administrator on my network, 
but don't know who it is

ANSWER

Question
A really important document

has disappeared from my
network. Can I get it back?

Question
Teams notifications are 
distracting me from my 
work, can I stop them?

ANSWER
Yep, just turn them off! You can 

set your status to Do Not Disturb, which will stop anything bothering you. Alternatively, you can now 
make yourself invisible, by 
appearing offline when you really 
just want to get your head down 
and work. 
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Tech Fact#4

Bill's Favorite Tech 
Story of September
2021
Everything Apple announced at its big 
iPhone 13 event

It's that time of year again: Apple announced the iPhone 
13... and a bunch of other stuff. It wasn't the most shocking 
or exciting Apple event ever - it was largely in line with 
leaks and rumors - but there was still plenty of interesting 
news to note. We've gone ahead and made a summary of 
the most important announcements below. 

New entry-level iPad
Apple today announced its latest iPad, this time around 
using Apple's A13 processor. It's not the fastest chip Apple 
has made, but Apple claims it's still '3x faster' than the 
best-selling Chromebook and 5x faster than the top

Inspirational Quote
of the Month:

"Imagination is more important than knowledge. For 
knowledge is limited, whereas imagination embraces 
the entire world, stimulating progress, giving birth to 

evolution."

Albert Einstein

September 2021Technology Insider

Android tablet. 
[...]
iPhone 13 and iPhone 13 Mini
The rumors were true! The new iPhones feature a smaller notch. 
Barely, but hey, it's something. 

The new iPhones feature a slightly tweaked design in 5 colors, 
including a snazzy light pink. The display gets brighter now - up to 
1200 nits when watching HDR content. 

More notable is the new A15 processor. Apple claims it is "up to 
50% faster than the leading competition," which is a shot across 
the bow to (presumably) the Snapdragon 888. It also claims to be 
30% faster at GPU tasks as well. [...]
This is an excerpt from an article of the same title published on 
TheNextWeb.com Sept. 14, 2021.

This really should be called Zoë's (my daughter and WCI employee) 
favorite tech story. She's elated 
at the return of pink to the 
iPhone lineup. But, truly, we 
both get excited every year to 
hear about the new Apple 
products hitting the market.  

Tech Fact#3Tech Fact #1
No-one knows who created Bitcoin. The inventor has gone to great lengths to keep their identity a mystery.

Tech Fact #2 

The computer bug was named when an 

actual bug got stuck in a very early 

computer - a moth, to be precise

Photos of Apple's products always show the time as 

9.41 AM. That was the time that Steve Jobs showed 

the first iPhone to the world. The only exception is 

the Apple Watch, which adheres to timepiece 

advertising practices.

In 1956, 5 megabytes (5MB) of data weighed a ton.
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Cyberthreats are everywhere these days. 
Hackers, scammers and cybercriminals are 
working overtime to break into your network – 
and the network of just about every business 
out there. They have a huge arsenal of tools at 
their disposal, from automated bots to malicious 
advertising networks, to make it possible. 

But there is one “tool” that you may be putting 
directly into their hands: your employees. 
Specifically, your employees’ lack of IT 
security training.

While most of us expect hackers to attack 
from the outside using malware or brute-force 
attacks (hacking, in a more traditional sense), 
the truth is that most hackers love it when they 
can get others to do their work for them. 

In other words, if they can fool your 
employees into clicking on a link in an e-mail 
or downloading unapproved software onto a 
company device, all the hackers have to do is 

sit back while your employees wreak havoc. 
The worst part is that your employees may not 
even realize that their actions are compromising 
your network. And that’s a problem. 

Even if you have other forms of network 
security in place – malware protection, 
firewalls, secure cloud backup, etc. – it won’t 
be enough if your employees lack good IT 
security training. In fact, a lack of training is 
the single biggest threat to your network! 

It’s time to do something about it. 
Comprehensive network security training 
accomplishes several things, including:

1. Identifying Phishing E-Mails Phishing 
e-mails are constantly evolving. It used 

to be that the average phishing e-mail included 
a message littered with bad grammar and 
misspelled words. Plus, it was generally from 
someone you’d never heard of.

Continued on Page 2 ...

Employees Are Letting Hackers 
Into Your Network ...

What You Can Do To Stop It
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Technology Times
Insider Tips To Make 
Your Business Run 

Faster, Easier And More 
Profitably

Nine Lies About Work
by Marcus Buckingham and

Ashley Goodall

We all believe certain 
things about work 
and the way we run 
our businesses. But 
as authors Marcus 
Buckingham and Ashley 
Goodall point out, not 
everything is as it seems. 

In Nine Lies About Work: 
A Freethinking Leader’s 
Guide To The Real World, 
they break down nine lies 
we tell ourselves or have 
been told. One example: the best plan 
wins. Good plans can get good results, but 
the best plans can still fail. In the real world, 
there are countless obstacles or variables 
that can derail our best-laid plans. The 
authors discuss how to overcome this “lie” 
and others. Change your perspective with 
Nine Lies About Work.

81 Mill Street, Suite 300 
Gahanna, OH 43230
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Authorities Seize Largest Stolen-
Login Marketplace Site on the 

Dark Web
Earlier this year, the Department of Justice announced that 
they, along with other international authorities, had seized 
Slilpp, the largest site for stolen login credentials on the 
Dark Web. The site had over 80 million user credentials 
lifted from 1,400 service providers. 

Authorities from four different countries all helped the FBI 
seize servers that hosted Slilpp. They also arrested and/or 
charged 12 people involved with operating the site. 

Eighty million user credentials from 1,400 sites is a lot of 
sensitive information. That said, though, the Department of 
Justice still hasn't ascertained the full impact of the illegal 
activity on Slilpp. In the U.S., activity on the site led to 
almost $200 million in losses - and that's just a tiny 
fraction of the total activity. 

The fight isn't over, but this case is a big win against 
illegal login sale marketplaces. The Department of Justice 
hopes for more seizures like this one in the future. 

The hiring process is stressful. You put in a considerable amount of 
work training someone for their role and hope they'll become a 
responsible employee. As difficult as this process is, however, you 
can streamline it with these tips. 

Create a Scalable Guide for New Hires to Follow
Document all the responsibilities of the role and put them together in 
a concrete guide for new hires. This documentation will work 
especially well for visual learners, for recent graduates who are used 
to learning through guides and for non-native English speakers. In 
truth, though, anyone can benefit from having a set of principles to 
refer to. 

Draw Examples From Real Life
When training someone in what to do in a specific situation, provide 
actual examples of what you did in that particular situation in the 
past. New hires will have an easier time completing their work if 
they have a previous example that shows them what to do. 

Develop Your Interview Skills
Like great teachers, great leaders ask great question to surmise if 
new hires are understanding their role. This will ensure that nothing 
gets lost in translation throughout the onboarding process. 

The Best Tips for Training New Hires
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