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In today's climate, is there anything 
more prevalent than the internet? In 
fact, we've grown so accustomed to 
using it that the internet now seems 
to help us meet any need or want. 
Unfortunately, we don't often think 
about the effect that has on our kids, 
who have never known a world 
without this level of technology. 

For the most part, the internet is an 
incredible boon to our children. They 
can look up anything they're curious 
about, and will be met with 
information than previously 
fathomed. Many of us remember 
visiting the library to research topics, 
and, even then, resources were 
limited compared to what can easily 
be found online today. 

While the internet offers many 
benefits to our kids, there are also

It may come as a surprise, but working 
remotely can be just as (or more) secure than 
working in the office. If done right. 

Those are the three operating words: if done 
right. This takes effort on the part of both the 
business and the remote employee. Here are 
a few MUST-HAVES for a secure work-from-
home experience:

Secure networks. This is nonnegotiable. 
Every remote employee should be 
connecting to a secure network (at home, it 
should be WPA2 encrypted), and they should 
be doing so with a VPN. 

Secure devices. All devices used for work 
should be equipped with endpoint security – 
antivirus, anti-malware, anti-ransomware and 
firewall protection. Employees should also 
only use employee-provided or approved 
devices for work-related activity. 

Secure passwords. If employees need to 
log into employer-issued programs, strong 

passwords that are routinely updated should 
be required. Of course, strong passwor
should be the norm across the boar
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Building a StoryBrand
by Donald Miller

Communication is essential in the 
world of business. you will never see 
growth or success in your business if 
you can't communicate with your 
customers or other businesses. 
Whether you're writing copy 
for your website or promotions 
for your products, the language
 you use needs to be easy to 
understand while also making the 
reader feel like they're gaining 
something beneficial from it. Donald 
Miller's Building a StoryBrand can 
help any business leader 
communication better through their 
writing. This author aptly teaches his 
readers how to simplify a brand 
message for understandability as 
well as how to create effective 
wording for websites, brochures and 
social media. 
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many risks. That's why it's important 
to keep them protected. Before your 
kids get a social media account, or 
dive headfirst into the web, take the 
following security measures. 

Parental Restrictions
Nearly every device that can connect 
to the internet has some level of 
parental control available. With 
computers and laptops, you can 
restrict what websites and apps your 
children visit. You can also specify 
which websites you want totally 
blocked. This is an option on many 
tablets and smartphones, as well. 
With those, you can actually set time 
constraints and limits that make it so 
your child can only use the device 
for a certain amount of time, and 
you can even completely restrict 
usage at night. 
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Stabilize: The secret to stabilization is 
relentless communication with everyone. 
That includes internally with your teams AND 
externally with your customers. Streamline 
communication and eliminate bottlenecks 
through a visual dashboard.

Reset: By completing the first two steps, you’ll 
gain the freedom to re-prioritize and focus 
your efforts on the most viable opportunities 
for growth.

Offense: Don’t leave your cards in the hands 
of fate. Shifting to offense mode gives you the 
power to define the future of your business. 
Equip yourself with the tools and knowledge to 
outlast any storm.

Interested in a deep dive where a certified 
business coach will take you (and up to three
members from your team) through this process?
Attend Petra’s DSRO pivot planning half-day
virtual group workshop. (We’ve never offered 
this format to non-members. During this 
disruptive time, we’ve opened up our coaching 
sessions to the public. Don’t miss out!)

When you call a time-out and take in this 
session, you’ll leave with:

• An actionable game plan for the next
30, 60 and 90 days with associated and
assigned KPIs

• Effective meeting rhythms that will ensure
alignment and accountability

• Essential and tested communication
protocols to ensure your plan is acted upon

I’ll leave you with this statement from top 
leadership thinker John C. Maxwell. It’s a 
quote that always rings true but is crystal clear 
in today’s landscape: “Change is inevitable. 
Growth is optional.”

Let that sink in.

Steps To Move Your Business
From Defense To Offense
During Times Of Disruption

The 2022 Central Ohio IT Buyer's 
Guide 

If you're actively looking for new IT support options, or know that 
you will be soon, head over to our website and check out this year's 
edition of the IT Buyer's Guide. As a trusted MSSP and IT expert 

in Central Ohio, you can rest assured that this eBook is packed full 
of all the information that you need to make the right decision for 

your company's IT needs. Check it out today at

www.WCITech.net/2022ITBuyersGuide
and practices he learned along the way. As his clients can attest, he can cut through 
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Potential Risks
When your children first start using 
the internet, you must ensure that 
they understand any potential risks. 
We all know people aren't always 
who they say they are on the 
internet. Similarly, not all 
information found online is true. 
When your kids visit websites or 
use apps, remind them not to share 
any personal information about 
themselves. They should never give 
out their address, school 
information, phone number, or even 
their email address to anyone 
online. Even if the person 
requesting this information claims 
to be someone they know, they 
might not be. If your child is using 
social media, inform them not to 
accept friend requests from people 
they don't know. It's important that 
kids understand all of the risks to 
ensure they stay safe in the digital 
and physical world. 

Our children are some of the most 
important people in our lives, so it 
makes sense that we would do 
everything in our power to keep them 
protected. Just make sure your 
protective efforts extend from the 
physical world into the digital world, 
as well. 

Get Familiar
If your children are using the 
internet, you should become familiar 
with the websites and applications 
they use. Make sure all websites have 
the little padlock icon by the URL, 
which indicates that they are on safe 
websites. Look through the apps and 
websites your children frequent to 
ensure that these are safe for your 
children to use, and that they do not 
contain any inappropriate content. 

Lead by Example
Your children's first interactions with 
the internet will most likely stem 
from you, so do your best to set a 
great example for them. 

This is your opportunity to model 
positive online habits for your 
children. Your social media posts 
should also be appropriate and not 
break any of the online rules you set 
for your own children. In their eyes, 
it won't be fair if you or someone 
else in the family can do things they 
cannot. 

"Your children's first 
interactions with the internet 
will most likely stem from you, 
so do your best to set a great 
example for them."
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Bill's Favorite 
Business Gadget of 
the Month
If you want to upgrade your webcam without 
spending a lot, you can use your phone's 
camera. But, you'll also need a good tripod to 
hold it. 

The Joby GripTight ONE is a great option. It's 
under $50, has bendy, flexible legs, magnetic feet, 
and is small enough to carry from home to the 
office. 

Inspirational Quote 
of the Month:

"Technology will never replace great 
teachers, but technology in the hands 
of great teachers is transformational."

- George Couras, Innovative Teaching,
Learning, and Leadership Consultant
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Tech Fact#3Tech Fact #1
As people become more suspicious of 

technology, new phobias develop. 
Technophobia is the fear of technology 

and cyberphobia is the fear of computers.

Tech Fact #2
Want to know how old you were 

when the internet was born? Visit 
www.howoldistheinter.net

In the 1950's, computers were called 
'Electronic Brains'. Shall we stick with 

'computer'?
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This is exactly why you can’t rely on the 
reactive break-fix model anymore. If you do, 
you could be putting your business at serious 
risk. In some cases, the mounting costs and 
damages done could put you out of business. 

If you’re hit by a data breach or if a hacker 
infiltrates your network (which is a common 
occurrence), what’s next? You call your IT 
services partner – if you have a partner – and 
tell them you need help. They might be able 
to restore lost or stolen data. That is, if you 
routinely backed up that data. You don’t want 
to find yourself in this position.

And you don’t have to. 

Instead, take a proactive approach to your 
IT support and security. This is the new way 

of doing things! It’s also known as managed 
services – and it’s a far cry from the break-fix 
approach. 

If you work with an IT services company that 
only comes out when something breaks, it’s 
time to get them on the phone to ask them 
four big questions. These are questions they 
absolutely need to say “yes” to. 

1.	 Can you monitor our network and 
devices for threats 24/7? 

2.	 Can you access my network remotely 
to provide on-the-spot IT support 
to my team?

3.	 Can you make sure all our data is 
backed up AND secure?

4.	 Can you keep our network protected 
with up-to-date malware solutions, 
firewalls and web filtering? 

If your IT services partner says “no” to any or 
all of these questions, it might be time to look 
for a new IT services partner. 

If they say “yes” (or, even better
emphatic “yes”), it’s time to r
relationship with this company
tell them you’re r

break-fix services are more 

Don’t be that person. Make the call and tell 
your IT services provider you want pr

3 Ways to Run Meetings Like a CEO

“When things go 
wrong, and these days, 
things will go wrong, 
you’ll be left with 
the bill – and be left 
wishing you had been 
more proactive!”

“Before we reposition ourselves as an 
industry leader, how was everyone’s 
weekend? Anyone do anything fun?

FREE Report: 12 Little-Known Facts Every 
Business Owner Must Know About Data 

Backup And Disaster Recovery
You will learn:

•	 The only way to know for SURE your data can be 
recovered if lost, corrupted, or deleted – yet fewer than 
10% of businesses have this in place

•	 Seven things you should absolutely demand from any 
off-site backup service

•	 Where many backups fail and give you a false sense 
of security

•	 The #1 cause of data loss that businesses don’t even think 
about until their data is erased

Claim your FREE copy today at www.URLHERE.com/12facts

Get More Free Tips, Tools and Services at Our Website: www.urlhere.com    •    (555) 555-5555    •    2
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In my opinion, most meetings are a 
complete waste of time. Although the 
relayed information might be 
important, it isn't always delivered in 
an effective way, since most managers 
do not know how to run meetings. 
Successfully leading huddles or 
meeting is an important part of 
building great relationships and 
leading talented teams. If you want to 
start getting more from your 
employees and your meetings, try 
utilizing the following three methods 
to run your meetings like  a CEO. 

Always Request an Agenda

Early in my career, an acquaintance 
invited me to a business lunch. I can 
remember wondering, "What does he 
want to talk to me about?" After a 
little bit of small talk, he unveiled his 
agenda. He wanted to sell me a new 
insurance policy. It ended being a 
huge waste of time for both of us. 
After that meeting, I made sure to 
only accept invitations that had an 
agenda - this comes with three distinct 
benefits. 

The first is the fact that you can see 
what will be discussed in the meeting, 
and you can decline the invite if it 
doesn't pertain to you or your work. 
The second is that you can actually 
prepare for the meeting. The final 
benefit is that it makes you appear 
competent. Since you can come 
prepared, it will look like you have

everything under control.

Ask Questions and Avoid Talking 
Too Much

One of the biggest mistakes managers 
make when leading a meeting is 
trying to dominate the conversation. 
You may be thinking, "Aren't CEOs 
supposed to tell their attendees what 
to do in meeting?" The answer is no; 
the great CEOs don't. In fact, the best 
CEOs will spend their time asking 
questions that are strategic, reflective 
and related to accountability. This 
help them brainstorm new ideas with 
their team, ensure everyone is on the 
same page and put the responsibility 
on others so they can follow up in the 
future. 

Discuss, Debate and Decide

The beginning of your meetings 
should focus on your strategy and 
what needs to be discussed. After a 
topic is introduced, CEOs will say 
things like, "Let's debate what we 
should do about this. Who has some 
ideas?" That brainstorming will help 
develop the best solution, and the 
CEO will then make a decision about 
what to do, or who should handle 
each responsibility. Your meetings 
need to be focused on production. If 
you give people the freedom to speak 
openly, you will accomplish much 
more.  

Dr. Geoff Smart is the chairman and founder of ghSMART, a leadership 
consulting firm that exists to help leaders amplify their positive impact on 
the world. Dr. Smart and his firm have published multiple New York 
Times best sellers. He stays active in his community and has advised many 
government officials. 

August's Featured 
Everyday 
Gadget:

Oura Ring 
Generation 3

For the past few years, fitness 
trackers have become all the 
rage. Between Fitbits and the 
Apple Watch, nearly everyone 
has, or is at least familiar with, 
fitness trackers. One of the 
most common complaints 
about many fitness trackers is 
comfort. Oura decided to take 
the wristband out of the 
equation with the Oura Ring. 
The Oura Ring is a fitness 
tracker that you wear on your 
finger. It tracks sleep, activity 
and readiness measurements. 
This device is even more 
accurate than other fitness 
trackers since the finger is a 
better spot to record heart-rate 
data. Through temperature 
sensors, a library of 
informational resources and 
much more, the Oura Ring is 
the perfect fitness tracker for 
just about anyone who is 
looking to improve or 
maintain their physical health. 
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For business owners, 
spam is bad news.

Not only is it annoying, but it's 
also eating up hours of your 
team's time each year. In fact, 
it's estimated that people who 
get more than a hundred emails 
every day could be losing 
around 80 hours of their time 
each year, sorting out spam. 

As well as the impact on 
productivity, have you 
considered how else it might be 
harming your business?

For example, how many of the 
emails that you send out - 
especially your marketing 
messages - are being marketed 
as spam?

Spam filters give each email a 
score based on the sender 
reputation, domain name and 
many other factors. They also 
read the emails to spot common 
words and phrases used by 
spammers. 

paying ransomware 
makes you a bigger 
target?

Ransomware is evil. It's 
where your data is 
encrypted until you pay a 
ransom fee to get it back.

Many business owners say 
they'd pay the fee to 
resolve the problem quickly. 
But doing that can make 
your business an even 
bigger target for attacks. 

80% of ransomware victims 
who paid up were then hit a 
second time by the same 
attackers. 

Whoa.

The greatest defense 
against ransomware is being 
100% prepared. You need a 
working and verified 
backup, a ransomware 
resilience plan, and all the 
right security measures in 
place BEFORE you are 
attacked. 

Using one "spammy" word in 
an email isn't a disaster in 
itself. But using too many can 
give you a higher spam score, 
and your message could be 
filtered into the spam folder. 

Try not to use things like '$$$' 
or 'free money'. Other flagged 
words and phrases are more 
surprising - 'being a member', 
'free trial', 'unlimited', and even 
'amazing'.

Next time you're creating 
a marketing email, take a 
moment to consider how 
spammy your email could 
be perceived before you 
hit send. Staying out of 
the spam folder improves 
deliverability and open 
rates. 

Did You KnowWho else is sick of 
spam?
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Blacklisting is where you block something you don't trust. It's used to keep 
networks and devices safe from bad software and cyber criminals. 

But, there's another, safer way of doing that - and that's called whitelisting. 

Rather than trying to spot and block threats, you assume everyone and 
everything is a threat, unless they've been whitelisted. 

But, which is the right approach when it comes to keeping your business 
safe? This debate rages on, with many IT professionals holding different 
views. 

Here are the main differences...

• Blacklisting blocks access to suspicious or malicious entities
• Whitelisting allows access only to approved entities

• Blacklisting's default is to allow access
• Whitelisting's default is to block access

• Blacklisting is threat-centric
• Whitelisting is trust-centric

There are pros and cons to each approach. Whilst blacklisting is a simple, 
low maintenance approach, it will never be comprehensive as new threats 
emerge daily. It's also easy to miss a threat, as cyber criminals deisgn 
software to evade blacklist tools. 

Whitelisting takes a stricter approach and therefore comes with a lower risk 
of access. But, it's more complex to implement and needs more input. It's 
also more restrictive for people using the network and devices. 

Confused? You're not alone! If you'd like to discuss which approach is 
best for your business, get in touch. 

Are you blacklisting 
or whitelisting?

You know what it means to be blacklisted, right? 
(we don't mean through personal experience, of 
course).

Hit send too soon in 
Outlook?

We've all accidentally sent 
an email before it was 
ready. Or sent it to the 
wrong person. 

And while Outlook's recall 
is a popular feature, 
historically it hasn't always 
worked. It was only 
reliable if the recipient 
used Outlook, too. 

Great news. An update 
due for release next 
month will make email 
recall work regardless of 
where the recipient gets 
their email.      

New to 
Windows 365



Who will be this month's quiz 
winner?
Place your bets now, please 

Technology Update
Not just content to fill our roads with 
his electric vehicles, now Tesla's Elon 
Musk is about to demonstrate a 
household robot. 

The humanoid Optimus robot (aka the Tesla Bot) will 
be able to take on the repetitive and dangerous tasks 
that people hate. It'll be 5'8" tall, will carry up to 45 
lbs, and walk at 5 mph. 

Sounds like a perfect shopping companion....

Elon's shifted his planned AI day from later this 
month to the end of September. He hopes to have a 
working prototype ready to show us. 

Which hated household tasks would you handover 
to a Tesla Bot? Could you see a use for it in your 
workplace?

August 2022Technology Insider
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1. How many programming languages are currently
in use?
2. What's the name of a website designed just to be
used for sharing information inside a company?
3. Which mobile operating system does Google
control?
4. What does PDF stand for?
5. What is a computer trojan a form of?

The answers are on page 12.

Question
How can I avoid being 
phished?

ANSWER
The best thing is treating 
every email with caution. If 
you're unsure, check the 
address its been sent 
from, look for grammatical 
errors, and see if the 
layout looks like a normal 
email from that person or 
company. If you're unsure, 
don't click any link.

Question
How do I choose the right
backup for my data?

ANSWER
It's the name for when

someone within your business 

gives cyber criminals access to

your devices or network. 

Usually, it's not malicious. But

it's why regularly training your

team in cyber security is a 

must.

Question
What's an insider threat?

ANSWER
Security and reliability should beyour main considerations. Get intouch and we'll tell you what werecommend.



sit back while your employees wreak havoc. 
The worst part is that your employees may not 
even realize that their actions are compromising 
your network. And that’s a problem. 

Even if you have other forms of network 
security in place – malware protection, 
firewalls, secure cloud backup, etc. – it won’t 
be enough if your employees lack good IT
security training. In fact, a lack of training is 
the single biggest threat to your network! 

It’s time to do something about it. 
Comprehensive network security training 
accomplishes several things, including:

1. Identifying Phishing E-Mails Phishing 
e-mails are constantly evolving. It used 

to be that the average phishing e-mail included 
a message littered with bad grammar and 
misspelled words. Plus, it was generally from 
someone you’d never heard of.

Continued on Page 2 ...
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Insider Tips To Make 
Your Business Run 

Faster, Easier And More 
Profitably

81 Mill Street, Suite 300 
Gahanna, OH 43230
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Tech Trends to Improve Customer 
Loyalty

If you want your business to succeed, you must 
build a solid customer base. Over the past few 
years, advancements in technology have made it 
easier for their companies to improve their 
relationships with their customers. One such way is 
through the use of AI chatbots. If someone has a 
question about your service or product, you don't 
want to leave them waiting for an answer. Chatbots 
can be programmed to answer common questions 
until a live representative is available, if they're 
even needed. 

Additionally, you should make an effort to monitor 
content created by people outside your company. If 
someone is spreading false information about your 
business, you need to combat it. If disinformation is 
allowed to fester, it can quickly sink a small 
business. Simply replying to misinformed reviews 
or reporting inappropriate content about your 
business can go a long way toward becoming a 
more trustworthy source in your industry. 

4 Ways to Better Protect Your Personal 
Information

Most people keep their personal information as secure as 
possible. They don't post their passwords on social media, or 
share Social Security numbers with untrustworthy sources. 
These practices seem obvious, but there are smaller things 
we can do to provide better protection. You'll find four or 
those tactics here:

Dangers of Unsecured WiFi -  Hackers can use this 
connection to download malware on your devices.

Password Manager - You shouldn't use the same password 
between multiple accounts. Utilizing a password manager 
will help you keep track of different passwords. 

Breached Companies - When a company's security is 
compromised, all of its customers' personal information can 
be exposed. Avoid working with these companies until 
they've offered improved security. 

Think Before Posting - Be careful about what you share on 
social media. Revealing too much personal information can 
leave you vulnerable to a cyber-attack. 
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