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We use passwords for just about 
everything. Most of us have to enter a 
password to get into our computers, 
then enter more passwords to access 
our email, social media profiles, 
databases and other accounts. Even 
our cell phones and tablets can and 
should be password-protected. In fact, 
if you aren't securing all of your 
devices and accounts with passwords, 
you should definitely start. it could 
help prevent your business and 
personal information from becoming 
compromised. 

Why Passwords?
We use passwords to ensure that 
those who don't have access to our 
accounts can't get access. Most of our 
devices hold large amounts of 
personal information. Think about the 
potential harm someone could do if 
they gained access to your personal 
cell phone. They would immediately 
be able to see all of your contacts, 

It may come as a surprise, but working 
remotely can be just as (or more) secure than 
working in the office. If done right. 

Those are the three operating words: if done 
right. This takes effort on the part of both the 
business and the remote employee. Here are 
a few MUST-HAVES for a secure work-from-
home experience:

Secure networks. This is nonnegotiable. 
Every remote employee should be 
connecting to a secure network (at home, it 
should be WPA2 encrypted), and they should 
be doing so with a VPN. 

Secure devices. All devices used for work 
should be equipped with endpoint security – 
antivirus, anti-malware, anti-ransomware and 
firewall protection. Employees should also 
only use employee-provided or approved 
devices for work-related activity. 

Secure passwords. If employees need to 
log into employer-issued programs, strong 

passwords that are routinely updated should 
be required. Of course, strong passwor
should be the norm across the boar
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Competing in the New 
World of Work
by Keith Ferrazzi

Businesses should be adaptable so 
they can remain competitive with 
others in their industry. This is 
something that became painfully 
clear for thousands of companies 
throughout the pandemic. Some 
needed to stay ahead of trends to 
even keep in business - and Keith 
Ferrazzi's newest book, Competing in 
the New World of Work, provides the 
perfect guide for those who may be 
struggling to keep up. Ferrazzi 
details the changes that occurred 
during the pandemic, while also 
unveiling new visions for the future 
and new leadership models that will 
help bring success to any business. 
With this road map in hand, your 
business will be well on its way to a 
successful future, no matter what 
changes are thrown your way. 

October 2022

pictures and applications. They might 
even be able to log in to your email, 
where they could obtain your banking 
information. If this type of access falls 
into the wrong hands, it could be 
detrimental to your life. Passwords 
offer the first line of defense to prevent 
others from obtaining sensitive 
information. 

This becomes even more important if 
you own a business. Each of your 
employees should be utilizing strong 
passwords to access company 
information. If your business is not 
using passwords - or is using simple 
passwords - you could be opening 
yourself up to hackers and 
cybercriminals. If a cybercriminal 
gains access to your company's private 
information through a weak password, 
they will gain access to customer 
information, which could damage your 
reputation and open you up to lawsuits.
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Stabilize: The secret to stabilization is 
relentless communication with everyone. 
That includes internally with your teams AND 
externally with your customers. Streamline 
communication and eliminate bottlenecks 
through a visual dashboard.

Reset: By completing the first two steps, you’ll 
gain the freedom to re-prioritize and focus 
your efforts on the most viable opportunities 
for growth.

Offense: Don’t leave your cards in the hands 
of fate. Shifting to offense mode gives you the 
power to define the future of your business. 
Equip yourself with the tools and knowledge to 
outlast any storm.

Interested in a deep dive where a certified 
business coach will take you (and up to three
members from your team) through this process?
Attend Petra’s DSRO pivot planning half-day
virtual group workshop. (We’ve never offered 
this format to non-members. During this 
disruptive time, we’ve opened up our coaching 
sessions to the public. Don’t miss out!)

When you call a time-out and take in this 
session, you’ll leave with:

• An actionable game plan for the next
30, 60 and 90 days with associated and
assigned KPIs

• Effective meeting rhythms that will ensure
alignment and accountability

• Essential and tested communication
protocols to ensure your plan is acted upon

I’ll leave you with this statement from top 
leadership thinker John C. Maxwell. It’s a 
quote that always rings true but is crystal clear 
in today’s landscape: “Change is inevitable. 
Growth is optional.”

Let that sink in.

Steps To Move Your Business
From Defense To Offense
During Times Of Disruption

The 2022 Central Ohio IT Buyer's 
Guide 

If you're actively looking for new IT support options, or know that 
you will be soon, head over to our website and check out this year's 
edition of the IT Buyer's Guide. As a trusted MSSP and IT expert 

in Central Ohio, you can rest assured that this eBook is packed full 
of all the information that you need to make the right decision for 

your company's IT needs. Check it out today at

www.WCITech.net/2022ITBuyersGuide
and practices he learned along the way. As his clients can attest, he can cut through 
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That being said, everyone within 
your business needs to utilize 
complex and unique passwords. 

Making a Strong Password
Not all passwords are created equal. 
When it comes to making a strong 
password, you must think about it. 
If you use a password that you can't 
remember, then it's essentially 
useless. And if you use a password 
that's too easy to remember, your 
password won't be strong enough to 
keep cybercriminals out. Your 
password should be long, have a 
mix of lowercase and uppercase 
letters, utilize numbers and special 
characters, have no ties to personal 
information, and should not be a 
word from the dictionary. 

In the grand scheme of things, it's 
not enough to just create complex 
passwords. They also need to be 
unique. In addition to this, you 
should use a different password for 
each and every one of your 
accounts to help maximize their 
effectiveness. Think about it this

master password for your password 
manager. All of your other passwords 
will be securely hidden. Password 
managers also give you the option to 
create random passwords for your 
accounts to bolster their security. That 
way, you can have the most complex 
password possible without worrying 
about forgetting it. Additionally, 
password managers can also help you 
remember the answers to security 
questions and more so that you never 
get accidentally locked out of one of 
your accounts. They're easy to use, 
convenient, and secure. 

Passwords are an important part of 
your cybersecurity plan. Make sure 
you and your employees are using 
complex and unique passwords. It can 
also help to implement some training 
so your employees understand the 
importance of secure passwords. 
When use correctly, passwords will 
help deter any would-be 
cybercriminals from accessing your 
sensitive information. 

way: let's say you use the same 
password across your business email 
accounts, social media accounts and 
bank accounts. If someone decrypts 
the password for your Facebook page, 
they now have the password for more 
valuable accounts. It's a dangerous 
game that can be avoided by using 
unique and complex passwords for 
every account you use. 

Remembering All of These 
Passwords
You may be worried about 
remembering all of your passwords if 
you have to create a unique one for 
each of your accounts. Your first 
thought may be to write them down, 
but that might not be the most secure 
option. If someone gets their hands on 
your little black book of passwords, 
they'll immediately gain access to all 
of your accounts with a handy 
directory showing them exactly where 
to go. Instead, you should utilize a 
password manager to help keep track 
of all of this sensitive information. 

With a password manager, you only 
have to worry about remembering the
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Bill's Favorite 
Business Gadget of 
the Month
Need a new wireless mouse? Microsoft has a 
really sleek-looking, minimalist one for you.

The Microsoft Modern Mobile Mouse (try saying 
that 5 times fast, huh?) is nice to look at, affordable 
and comes in a range of different colors too.

"The first rule of any technology used in a business 
is that automation applied to an efficient 

operation will magnify the efficiency. The second is 
that automation applied to an inefficient 
operation will magnify the inefficiency.""

- Bill Gates, Co-founder of Microsoft

October 2022Technology Insider

#3#1

#2

Two years after its launch, 
Microsoft Teams generated 

$800 million in revenue

On average, there are 500,000 
new internet users every day

The most expensive domain 
name (CarInsurance.com) cost 

$49.7 million
TECH FACTS

Inspirational Quote 
of the Month:



The Secret to Job Happiness Might be 
Who You Work With

November 2020 October 2022
... Continued from Cover

This is exactly why you can’t rely on the 
reactive break-fix model anymore. If you do, 
you could be putting your business at serious 
risk. In some cases, the mounting costs and 
damages done could put you out of business. 

If you’re hit by a data breach or if a hacker 
infiltrates your network (which is a common 
occurrence), what’s next? You call your IT 
services partner – if you have a partner – and 
tell them you need help. They might be able 
to restore lost or stolen data. That is, if you 
routinely backed up that data. You don’t want 
to find yourself in this position.

And you don’t have to. 

Instead, take a proactive approach to your 
IT support and security. This is the new way 

of doing things! It’s also known as managed 
services – and it’s a far cry from the break-fix 
approach. 

If you work with an IT services company that 
only comes out when something breaks, it’s 
time to get them on the phone to ask them 
four big questions. These are questions they 
absolutely need to say “yes” to. 

1.	 Can you monitor our network and 
devices for threats 24/7? 

2.	 Can you access my network remotely 
to provide on-the-spot IT support 
to my team?

3.	 Can you make sure all our data is 
backed up AND secure?

4.	 Can you keep our network protected 
with up-to-date malware solutions, 
firewalls and web filtering? 

If your IT services partner says “no” to any or 
all of these questions, it might be time to look 
for a new IT services partner. 

If they say “yes” (or, even better
emphatic “yes”), it’s time to r
relationship with this company
tell them you’re r

break-fix services are more 

Don’t be that person. Make the call and tell 
your IT services provider you want pr

“When things go 
wrong, and these days, 
things will go wrong, 
you’ll be left with 
the bill – and be left 
wishing you had been 
more proactive!”

“Before we reposition ourselves as an 
industry leader, how was everyone’s 
weekend? Anyone do anything fun?

FREE Report: 12 Little-Known Facts Every 
Business Owner Must Know About Data 

Backup And Disaster Recovery
You will learn:

•	 The only way to know for SURE your data can be 
recovered if lost, corrupted, or deleted – yet fewer than 
10% of businesses have this in place

•	 Seven things you should absolutely demand from any 
off-site backup service

•	 Where many backups fail and give you a false sense 
of security

•	 The #1 cause of data loss that businesses don’t even think 
about until their data is erased

Claim your FREE copy today at www.URLHERE.com/12facts

Get More Free Tips, Tools and Services at Our Website: www.urlhere.com    •    (555) 555-5555    •    2
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If I were to ask you where job happiness 
comes from, how would you respond? 
Conventional wisdom says that your 
happiness at work comes from one of 
these four sources: 

• "Follow your passion" (what)
• "Play to your strengths" (what again)
• "Do something with purpose" (why)
• "Live your values" (how)

It's also true that 95% of career-success 
books follow one of these lines of advice, 
but what if they're wrong?

What if your job happiness comes not 
from what you do, why you do it, or how 
you do it... but instead comes from the 
people around you? Your bosses, peers 
and subordinates all can play a huge role 
in your job happiness. Let me give you a 
few examples that support this idea. 

I know a talented MBA who works for a 
public-private partnership with a mission 
that would make any do-gooder proud. He 
is planning to quit that job because he 
feels the firm's leadership disregards the 
human element of their work, bickers 
internally and lacks integrity. I'm 
reminded of a well-researched fact I 
learned during graduate school: employees 
don't quit jobs, they quit supervisors. 

My firm once did a pro bono project for 
the US Navy where I observed a grueling 
exercise routine. I asked one of the 
instructors why anyone would sign up for 
that - and honestly, I think I expected a 
response about patriotism. Instead, he 
explained that they join to be part of a 
camaraderie. It was a community where 

they had each other's backs. 

If the secret to job happiness is who you 
work with, then that means you should 
plan your career differently. Rather than 
meditate for too long on your passion and 
purpose, you could think about the kinds of 
people you really want to be around. Who 
do you want to be your customers? Who 
do you want to be your colleagues? What 
sorts of personalities?

Rather than sourcing job titles, you could 
sourcing bosses and colleagues you want 
to work with. I recently told a young job-
seeker, "Don't just go find any old job in 
your industry. The most important thing 
you can do right now is to find the right 
boss - to hire your boss. Hire the best boss 
in your industry - someone who will teach 
invest in you, tell you the truth, give you 
real feedback, put energy into helping you 
discover your ideal path and then help you 
achieve it."

Once you land your new dream job, be 
mindful of the time you are spending with 
the people you want to work with. 
Don't just track your goals and results, 
track the time you are spending 
working with the specific people in 
your company you want to work with. 

Dr. Geoff Smart is the chairman and founder of ghSMART, a leadership 
consulting firm that exists to help leaders amplify their positive impact on 
the world. Dr. Smart and his firm have published multiple New York 
Times best sellers. He stays active in his community and has advised many 
government officials. 

October's Featured 
Everyday 
Gadget:

Bril 
It might be surprising to hear, 
but our toothbrushes are some 
of the dirtiest items in our 
households. There's a good 
chance that there are more 
than a million kinds of 
bacteria living on your 
toothbrush right now. 
Unfortunately, rinsing your 
toothbrush after brushing is 
only so effective. That's why 
Bril was invented. 

Bril is a portable toothbrush 
case that sterilizes your 
toothbrush after every use. It 
contains an all-natural 
ultraviolet light that kills 
99.9% of germs on contact. 
It's simple to use, as all you 
have to do is place your 
toothbrush inside and close 
the lid. Bril does the rest. It's 
the quickest, most effective 
and easiest way to ensure your 
toothbrush head stays clean. 
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Whatever problem, need or 
want you have... there's a cloud 
application out there that can 
help you. 

We've never lived in such a rich time 
for problem solving. Every day, 
hundreds of new services launch to 
make our lives easier and help us be 
more productive. 

These applications all live in the 
cloud. They're known as Software as a 
Service - or SaaS - because you don't 
load any software onto your device. 
You use them in your browser. 

We would argue this SaaS revolution 
over the last 15 to 20 years has played 
a critical part in shaping the way we 
work today. 

However, there's an issue. Many 
businesses aren't 100% aware what 
new services their staff have signed up 
to. And this problem isn't a financial 
one, it's a security one. 

Let's give you a scenario. Suppose a 
member of your team, Shanice, is 
trying to do something creative, but 
just can't with her existing software. 
She Googles it, and finds a cool 
application. Shanice signs up for an 
account, and as she's in a rush, uses 
the same email address and password 
as her Microsoft 365 account. Yes, 
reusing passwords is a very bad 
practice. But, this gets worse. 

you can change your 
mouse cursor color in 
Windows 11?

It probably won't make you 
any more productive, but it 
might be a good mood-
booster!

• Open settings and
choose:
Accessibility > Mouse
Pointer and touch the
web

• Select Custom. Choose
the pointer style and 
color you want. 

• Close settings.

Ta da! A cursor that 
matches your mood/coffee 
mug. 

She uses the application for half an 
hour to achieve what she needs to 
do... and then forgets it. She's got no 
intention of upgrading to a premium 
subscription, so just abandons her 
account. 

That's not an issue... until 6 years 
later. When that SaaS application is 
hacked by cybercriminals, and all its 
login credentials are stolen. 

It's well-known that cybercriminals 
will try stolen details in other sites, 
especially big wins like Microsoft 
365. 

Can you see the issue here? Shanice's 
365 account would be compromised, 
and she'd have no idea how it 
happened. She won't remember an 
app she used for half an hour years 
before. 

The answer is to have a solid policy in 
place about who can sign up for what 
kind of service. Also ask your 
technology partner if they have any 
way to track what apps are being used 
across your business. 

And definitely get a password 
manager for your staff... this will 
generate a new long, random 
password for each application, 
remember it, and autofill login boxes. 

Password managers encourage good 
password practice because they make 
it easy. 

Did You 
Know

Do you know exactly what 
services your staff are signing 
up for?

5
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Would you pay if your business 
was crippled by ransomware?

Ransomware is scary. It's where cybercriminals lock 
your data and charge you a ransom fee to get it back.

If it happened to you, would you pay the fee? 

Despite what the criminals promise, they don't always unlock data 
when the ransom fee is paid. or they ask for a second fee. Or they 
unlock it and then sell it on the dark web anyway. 

Many large companies are now refusing to pay, finding other 
ways to get their data back. And ransomware groups are looking 
for different opportunities. 

Small, financially stable businesses are the new targets. And the 
size of payments demanded has increased. 

This means you and your team need to be vigilant about 
cybersecurity. Continue to take the necessary precautions such as 
using a password manager, checking emails are from who they 
say they are from, and making sure your network is being 
monitored and protected. 

It's also vital that you have a working backup of all data. Check it 
regularly. 

Even without paying the ransom demand, your business stands to 
lose a lot of money if hit by ransomware. It takes ages and can 
cost a ton to get back on your feet. 

If you want us to audit your business and check its 
ransomware resilience, get in touch!

Word & Excel are 
getting an iPad 
redesign

Do you ever get a bit of work 
done at home using your 
iPad? 

Microsoft's giving the 
standard Office Tools (Word, 
Excel, and PowerPoint) a bit 
of a redesign on the iPad, to 
make them look more like 
they do on your computer. 

The preview is available now 
and we reckon it could go 
into general availability in 
the next few months.     

New to 
Windows 365



Technology Update

If you use Microsoft Teams on 
desktop, you'll be able to use a 
Bluetooth enabled headset to control 
your calls. 

An update means you can use the 
buttons on your headset (or a 
speaker phone) to answer 
and end calls, rather 
than fumbling about 
for the on-screen 
button. 

An end to awkward 
pauses? 

Sign us up!

October 2022Technology Insider

www.WCITech.net  |    (614) 763-2911   |   info@WCITech.net  7

Gather round for this 
month's tech quiz!
Who has the most random technology knowledge in your office? 

1. What shape was the original design for the first 
Apple phone? 
2. True or False: 50% of the world has never 
made a phone call?
3. What is nomophobia a fear of?
4. How do you pronounce "PNG" file? 
5. What was the first home computer to have a 
color display?

The answers are on page 8.

Question

I've received an email that 

looks genuine, but hasn't 

addressed me by name. 

Should I click the link?

ANSWER
If you ever have cause for 

doubt, don't click links of 

download files. Phone the 

sender to check if they really 

send the email. 

Question
Should I be monitoring 
my remote staff?

ANSWER
Software exists to do this, but what message does it send to your team? It can be highly counterproductive in many cases. Take the time for regular catchups over Teams instead, or try a productivity tracker if you have concerns. 

Question

Should I let my team 
have work apps on 
their personal 
phones?

ANSWER
It's personal preference. 
But if you do, make sure 
their phones are 
protected by the same 
security measures they'd 
have on work devices. 



sit back while your employees wreak havoc. 
The worst part is that your employees may not 
even realize that their actions are compromising 
your network. And that’s a problem. 

Even if you have other forms of network 
security in place – malware protection, 
firewalls, secure cloud backup, etc. – it won’t 
be enough if your employees lack good IT
security training. In fact, a lack of training is 
the single biggest threat to your network! 

It’s time to do something about it. 
Comprehensive network security training 
accomplishes several things, including:

1. Identifying Phishing E-Mails Phishing 
e-mails are constantly evolving. It used 

to be that the average phishing e-mail included 
a message littered with bad grammar and 
misspelled words. Plus, it was generally from 
someone you’d never heard of.

Continued on Page 2 ...
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Insider Tips To Make 
Your Business Run 

Faster, Easier And More 
Profitably

81 Mill Street, Suite 300 
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Take Advantage of Google Reviews
When you are deciding on a restaurant to dine at, you might check the Google reviews to help with 
your decision. The same thing goes for your business. Before people come in to buy your product or 
services, they might check your Google reviews, so it's important that your reviews positively reflect 
your business. If you own a company, you should understand how Google reviews work and do 
everything you can to encourage customers to leave positive ratings and comments. 

If you haven't already claimed your Google business profile, you should do so immediately. It will allow 
you to add pictures and a description so customers know what to expect from your business. When 
customers have complete a purchase with you, encourage them to leave a review if they had a positive 
experience. Some customers may need help with the review process, so teach them how to leave a 
review if they have never done it before. Make sure you thank customers who leave positive reviews 
and try to fix the issues explained in your negative reviews. Being a responsive owner will reflect 
positively on your business. When you use Google reviews to your advantage, you will see a boost in 
clientele. 
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